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ABSTRACT

Inclusionwithin information systems and ICT4Bsearchis primarilyinvoked as a positive benefit on
the human actors involvecdet in this context this thesisconceptualisesnclusion undethe growing
presence of digital platformss complex newfound participation afforded teocioeconomically
marginalised individuals

¢tKS GKSaAa SylLiz2ea (g2 20SNIF LAY GKS2NBGAO!
HAMoUO | YR WI 0 35erR008). Firstl dne indtaPt® b liquidliydin this thesis deconstructs
surveillanceas a mesh of multiple visibilities within digital platforms. Secondly, a social justice framing
positions the impact of the surveillant visibilities on marginalisedviddals as an intersectional

outcome of inclusion performed across cultural, economic and political dimensions.

The empirical context involvestudying India's governmentally mandated digital identity
platform (Aadhaar)situated within the constellatio® ¥ RA FA20NJfQ WHATI F2 Ny a G KI
prevalentsites of employment. The data presentddrms aqualitative case study of the experience
of three groups of gigvorkers, namely domestic workers, cdhvers and fooetlelivery workers,
forming a total of 60 intervievs. This is upported by ethnographidield observations anduto-

ethnographiaesearch, working as gigorker in south India.

The thesids inan WHiternative formafwith three constituentpaperspresentinginterrelated
perspective®f digital platforms and their wider ecosysterihe first paper studies the use of Aadhaar
by domestic workers and catrivers (Krishna 2021and 2 LISNJ G A2y f AdSa Wl 6y 2 NY
framework to theorise cultural, economic and political dimensiongistice as being synergistic with
elements of surveillance and datafication inherent to digital identificatiime second paper details
the practices of datafication and surveillance within thed-deliveryplatform (Krishna 2020). It finds
that in the performance of gigvork, (in)justice is experienced spatiotemporally by workers withiirthe
daily work practices. The third papgdrishnan.d.usest t Sy a 2 ¥ Wt tddprzipRalise dzNIJS A f
the concomitant roles of platforms in enacting surveite and enabling inclusioiVithin platform
ecosystemsl W firfclstrKifkexposed to be dictated by episodic tasks of-seffeillance rather

than being an absolute positive benefitfdrticipating inthe digital economy.

The thesidbridges agapin literature within information systems and ICT#B juxtaposing
surveillance andinclusign LG | RRa G2 (GKS SYSNHAY3 € AGSNI (dz2NB 2

under platform ecosystems and specific practices ofrgigk environments
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1.INTRODUCTION

This chapter provides aautline of this thesis, beginning with the motivation and rationale for the
research. Then a brief background is presented of the empirical settithgywed by a discussion of
research questions. This thesis adopts an alternative format of three constituent papers. This chapter

ends with an overview of the specific contexts of the papers and how they connect together.
1.1 Motivation and Rationale

This thesis is set within and traces the impact of a phenomenal growth in digital platforms in India.
¢tKSNBE KIFIa 0SSy | ¢ARS IyR RSSLI RAIAGIE GNryasz
services in the last decade and a half. This thesis looks at hewdtent of digital platforms impacts

those who find themselves inducted into a digitally mediated economy for the first time, particularly

those groups who are already so@oonomically marginalised. Within this, the thesis presents the
experiences oihformal workers entering the digital economy for the first time under surveillance and

datafication practices of digital platforms.

The most noticeable digital platform, which has perhaps had the most significant impact on
marginalised groups in Indiag that of Aadhaagthe national biometric and digital identity system.
AadhaarY St yAy 3 WYFRAznIRIWNRINT Y G2 aaArdy | mH RAIAG
residents. Aadhaar, proposed in 2009 and implemented by the Unique Idetidifigguthority of India
6! L5!'LOUS $2N)a (G2 w3idad NIyiGSS ARSyiGAGeQ 2F GKz2a$
' RKFFNJ L2aAGA2ya AG & F YFEYRFEG2NE Wwaay3atsS OKI
welfare and benefits programmgb/IDAI 2012 Employing this universal coverage, Aadhaar in 2018
had reached more than 1.2 billion of the Indian population, including an estimated 500 million below

the poverty line.

The main aim of Aadhaar is to achieve financial inclusioseoying as unique, biometric,
mobile and digitally verifiable proof of identity for individuals to establish trust during their online and
offline interactions. Both government and private technology sector proponents of Aadhaar
positioned digital identityas a reliable way to bring the large working population of informal workers
into the mainstream economyNjlekani & Shah 20}6 As the consequent adoption of Aadhaar
increased with millions of Indians enrolling into the system, the context of its applicshifted from
SAy3a GKS ARSydAdGe F2N 3208SNYYSyid aSNBAaAOSa G2 Yl

o
ARSyGAGR QO

11



Another sweeping change effected by digital platforms and connected to Aadhar was how
informal workers both sought employmeand performed their labour. Online recruitment portals
GFNBSGHO2T tWHNRAzZS Y F2NX T g2N]J SNE FANARG FR2LIWGSR (K
BSNATFAOFGAZ2Y F2NJ SYLX 2eyYSyido ¢H2H)] OKRY3IBGF By RSRI
work is timelimited and taskbased employment usually mediated by digital smartphone apps that
YIG§OK 62 NWINB 6AGK GKS Odzaidi2YSNB NBldZANRY3I | &L
initially cabdrivers, found work on these platforms. Aair became a primary route of entry into gig
work as it was needed as documentary proof by the platform and banks. Then Aadhaar was linked to
personal income tax numbers for all workers, and it was made necessary for any digital payment
systems. Alloftli SYGgAYSR ! I RKFFTNI 6AGK AYyT2NXIE 62N] SNE&

daily performance of work.
1.2 Juxtaposing Surveillance and Inclusion

This research is motivated by the contemporaneous development trajectories of Aadhaar as a
governmental digil identity platform and gigvork platforms as a commercial source of employment

and the multiple points where these two intersect. Both Aadhaar angvgits platforms have become

I @FfAR NRdzGS G2 WAy Otwidri hag hecdmeFaiidd nfoge Bimplolnient 5 2 NJ S N
in India over the last decade, with both ehhiling and fooedelivery services becoming the most

commonly used gigvork platforms FE 2018 Both these types of platforms have a near duopoly in

2021, with Uber and Ola Cabs bethg biggest platforms for cabailing and Swiggy and Zomato for
food-delivery.What was seen was an intricate meshing of commercial and governmental platform
0SOKy2t23ASazx ¢gKAOK araayrtftSR Iy Saoltl Grhisf3 02VYlL
effacing of the private and public sector divide led to obvious governmental surveillance concerns and
commercial data exploitation. Equally, researchers and labour rights activists raised issues within gig

work platforms about how the digital mediah of work and livelihoods affected workers.

The state, unsurprisingly, preferred to distance itself from any idea of surveillance, inevitably
SYONRBAESR Ay GKS yINNIGAGS 2F ! RKFFNR& o0A2YSaN
outright the concerns about surveillance, Nandan Nilekani, the then head of UIDAI, rationalised the

use of Aadhaar as a tool of inclusion to bring the informal sector into a digitalgn formal fold:

12



[Aadhaar is] really a huge project of social inclusion. lWsua giving people a
chance to be part of the formal society, or the formal econorfiekani 2013

pg. 2)

[Aadhaar] just gives you an ID and verifies your ID. So, the ID database does not
collect all kinds of data about you. It really collects ardyy basic information,
such as your name, your address, your date of birth, your sex, and your
OA2YSUNROAX {23 SOSNEBo2Reé 1SSLA GKSAN 28y LI
.NPGOKSNE KSNB® LGUaA y2G loz2dzi YIvwair oS RIEGE O
(Nilekani 2013pg. 10)
Nilekani elsewhere in the same speech contradicts this idea of a benevolent identity system by centring
0KS ad2NBSAtELFyOS OFLIoAfAGASE 2F RAIAGEE LXFAGF2N
into inclusion. Hesaid :
XegKIG§SOSN) 6SUNBE R2Ay3 G2RIF& O2dzZ R y2i KI @S o
made possible because computing power and software have become more
powerful and because one can set up databases for a billion people, which has
been shown to us byhe Internet companies that have a billion usefdilékani
2013 pg. 3)
The above example shows the inherent paradoxical role digital platforms play, which begins with
' RKFFNR& dzyRSNI eAy3a GSOKYyAOFf | NOKAtiorSByiDdedB LINA
LINARYyOALX S&a 2F Ww2LSyySaaQ G2 | OKASGS YIEAYdZY Ay
G§SOKy2f23e YR WaolOlfloAftAleQ (2 Vad&0BdBehgpea K @2 f
of Aadhaar being a route to financial inclusioasamatched by the expectation that it will be a data
RNRAOGSY YR 02y adzYSNJ YFENJ SUAy3 G22td ! I RKFFNI gt &
YIEN] SGLE FOSQ 6KSNB YIFINBAYIFIfAASR LRLMzZ FdAz2ya 02«
effectively & consumers.MoneyLife 201D In short, Aadhaar as a digital identity program was mired

in surveillance and inclusion being-positioned even if implicitly so.

The digital transformation in Indian society that began with Aadhaar, saw other key events
and programs adding to a complex landscape. In this marginalised workers of the informal sector have
been a clear target audience with gigork platforms being the logical inheritor of all these impacts.
A significant event that primarily affected informabrkers and had wider economic impact was the
demonetisation announced by the Union government in 20X&ugta & Auerswald 2039
Demonetisation meant that early 80% ofcash in circulatiorwas taken out ofuse by thelndian
government, citing control ofcoNNXzLJG A 2y | Y R. Edbmdmic Cahalyst 2cynSide@d
demonetisation as having shocked the informal economy intdoranalisation ofits financial
transactions mainly with digital payments enabled by Aadhd&B[ 2019g In more recent times, the
goverrmenthascentredgig 2 N] & | NRdzi S D2 T2 NY KEF 20RHEBLIOE QS oW
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an Aadhaar based registration of gigrkers and other informal workers is mandated into a

governmental portal, resulting infdational Database of Unorganizé¢brkers (NDUW(Eshram n.gd.

Additionally, in the next decade, nearly 90 million new-gigrkers are expected to emerge in
the Indian economy, with many of them transitioning into digital platform ecosystems largely from
informal sectors BCG 20211 Ths ecosystem at its core is made of the overlapping networks of
governmental and private sector digital platforms of Aadhaar anadvgidk with broader connection
to banking, digital payments, and other downstream digital commercial activities these piatfor
influence. The erstwhile informal workers then are scrutinised by a network of multiple surveillance
mechanisms, performed by government, private, biometric and digital means. A central concern here
is the discriminatory potential this surveillance wilhve on the already socieconomically
marginalised workers. This digital participation at the same time is expected to afford them access to

potential financial inclusion through digital payments and formal banking.

Fundamentally, Aadhaar's basis foclirsion springs from its functioof casting individuals as
data.! I RKF I NDR&a Lzt AO YR LINAGFGS ASO02N LINRPLRYSY (3
individuals from larger socioultural markers and drive social inclusion. Aadhaar is dégpséd as a
Yandom number generated devoid of any classification based on caste, creed, religion and geQgraphy
(UIDAI n.d.About Aadhaar pagé) This thesis pickup on such uncritical techroptimistic stanceas
a signal to explore the complex ewmmmic and other socigultural impacts on the marginalised
individual cast as data. For instance, it has been acknowledged that even when the state shapes and
improves the technical security aspects of Aadhaar, its benefits do not always apply to thealisedi
population, leaving them more vulnerable to a misuse of their personal @&ke2018 Additionally,
marginalised individuals will face a steeper barrier in reaching intended inclusive outcomes from
platforms like Aadhaar due to structural factolike dataliteracy, absence of awareness, or lack of
access to redressal mechanisms to data th&éfiraham et al. 201)7 Particularly for informal workers,
data then is intimately involved with their participation in the digital economy, in perfornabgur

and seeking a livelihood within a complex platform ecosystem.
1.3 A Question of Datafication

Ultimately, informal workers navigate the negative impact of commercial and governmental
surveillance tactics within digital platform context, which also defam@athway to inclusion into the

wider economy as a potential positive benefit. This study centres on this seemingly paradoxical nature

1SS Wi o2dzi ' FRKFIFND LI 3IS G ''L5!'LQa ¢oSo0aAras
https://uidai.gov.in/index.php?option=com_content&view=article&id=14
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2F 62NISNEQ LI NIAOALI GAZY Ay (K RAIAGEE LI GF2
entwined. Atthepd Yy 2F GKSANI AYUGSNARSOOAZ2Y A& GKS ARSH 27
Ay GKS W. A3 5F0FQ LINIYRAIYSEI gKAOK A& LINBaSydiSR |
data through online quantificationMayerSchoenberger & Cukie2013 Van Dijck 2014 This

datafication that cepositions surveillance mechanisms and pathways to inclusion is under question

here.

CKAA GKSaAa OFraida !'IFRKFFNRA O2NB FdzyOuAz2y | a
the platform ecosysteniThis framing contrasts the mere beneficial provision of identity as claimed by
the state. The effect of datafication then on marginalised workers are profound compared to the rest
of the population. As datafication follows through as an inevitable pmoéseeking an identity and
is involved in performing gigrork, it is intimately connected to surveillance and inclusion. For the
G2N)I SNES ! F RKIFNRa RIFGl -violkaid gagsSnat wark/ahlg as & frébf oO2 y i SE
identity. Using the dig#tl identity for seeking employment and registering for digital payments, data

validated by Aadhaar defines the workers' position within the wider platforms ecosystem.

The construct of datafication, in this thesis, then brings in ways to study practiare Were is
a melding of private and public contexts with a collection of large quantities of data, its analysis using
predictive and algorithmic mechanisms, and the extraction of a largely economic value from these
datasets. There are clear calls withiiwademia to position these practices of surveillance and
datafication to break the notion of platforms being unidimensionally considered beneficial or even
being cast as neutral towards the general pubfityyerbom & Murray 2008 The extractive use of
data is also positioned as a capitalist function of digital platforms in conducting wider and deep
surveillance Zuboff 2015Sadowski 201® ® {2 AYRA @A RdzI £ & dzy RSNJ LJX F G F 21
OF &4 3ANI Rdzr £ t& I a ORI hiRi abycitkdid, Syéil BHen theR I 4 |

interaction is within a governmental contextdylor & Broeders 2@).
1.4 Research Contributions

At this point, the interest for this thesis is not only the contrast between aims of surveillance and
inclusion but also hw digital technology is positioned differentially between the global North and the
global South. This thesis is set within a body of research traversing disciplines of information systems
(IS) and information communications technology for development @¢aAd cognate fields such as
critical data studies, surveillance studies, development studies, and human studies geography.
Research in these disciplines has shown a growing interest in digital platforms' social impact,
particularly within the global Soht Further, many researchers also acknowledge that the study of

platforms as sites of commercially minded surveillance and datafication is restricted mainly to contexts
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of the global North. Particularly in ICT4D research, the potential negative impattacginalised
communities does not balance digital technologies as a path to inclusive benefits. Scholars have
criticised this technapptimistic view calling for research engagement with surveillance risk within the
global South, particularly acknowledgifigk S WRI NJ Q & A RS 2héng RtaH 2049 f

(V)]
O

Chipidza & Leidner 20 9urther, asArora (2016presents, there is an ovamphasising the risk of
surveillance in the global North while the same technological footprint is seen in a tegtimoistic

light in the South.

For the studies of digital platforms specifically, a gap in IS and ICT4Dclebearsurfaced
clearly, with a need to examiria situglobal South contextdDe Reuver et al. 201&oskinen et al.
2019 Heeks 2020Bonina et al. 2021 Despite platform technologies commonly being seen as the
default route to development within globaBouth economies, ableeks (2020presents, there is
fAYAGSR Sy3alr3sSySyid gAGK K2g GKS t23A0a 27F a&adzOK
relevantly to this thesis, the disconnect in how digital technology is viewed across the global North and
the South is perhaps the most visible in how digital identity andwgick platforms are presented in
the literature (and as reviewed in the next chapter). Acrossagick and digital identity research,
there are growing calls to contextualise global thopeculiarities Keeks et al. 2021Masiero &
Arvidsson 2021Bonina et al 20211 For instance, platforms like Uber for ritlailing and Deliveroo for
food-delivery attract a defined framing of surveillant control of labour and a datafication of livelthoo
as they are explored in contexts of the USA or the DK Stefano 201,3NVood et al 2019Van Doorn
& Badger 202D In the global South, such gigprk platforms continue attracting attention and

investment, citing their employment generation potentialastritical factor BCG 2021

{AYAEFNIT & RAIAGIH ARSydGAGe GSOKy2t23ASa | NS
scepticism and questions of surveillance risk in the global North, but celebrated as a solution to
marginalisation in global Soutktsings (McCarthy 2016Cinnamon 2020 This disconnect can be seen
prominently as many global South nations venture into large digital identity programs on their way to
I RRNBaa 2yS 2F (GKS | yAGSR bl (8DGopravideleadzdeitityXoy I 6 f S 5
all by 2030(Target 16.9. Digital identity infrastructure and biometric surveillance form a significant
LI NI 2F 3dzOK NBaLRyasSa SR o0& (KS ! WMUEGLAAI f A RS
But wider research warns of the seiillance risk and potential dat@driven discrimination due to lack

of data protection, particularly in global South settinBeduschi 2019

This thesis contributes to this debate by conceptualising the social impacts on the already
marginalised populd 2y Ay RSTFAYAY3I GKSANI ySgF2dzyR RAIAGI €

platform ecosystems, which is still a largely untesearched phenomenon. The thesis contributes to
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research on digital platforms within IS and ICT4D literature, querfhegcomplex meshing of
surveillance, inclusion and datafication, across the ecosystem rather than in one particular context. So,
the task for this thesis is to recast the intimately relaigelasof datafication, surveillance and inclusion

by taking into acount individual contexts of marginalisation both outside and within digital platforms

and the wider ecosystems they inhabit.

The rest of this chapter signposts the research background of this thesis by briefly defining the multiple
relevant parts ofindia’'s complex digital platform ecosystem within which Aadhaar anevgig
platforms are present. The chapter then continues presenting the research, the overall research

strategy, and discussing the fit between the constituent papers of this thesis.

1.5Reearch BackgroundL Y RAF Q& tf | GF2NY 902aeaidSyYy
This immediate section presents an overview of the Indian digital platform ecosystem. At the outset,

a discussion of the ecosystem is relevant to signpost the multiple platform entities mentioned across

the thesis. But this section also sheds light on the intricate technical and social connections within the
ecosystem and justifies the need to study platforms embedded within a wider-org&nisational

context.

The digital ecosystem under study here revolvesuad a central platforng Aadhar Here,
'FRKFFNIFAYA (2 W3adza NI yiSSQ SI OK L yuRlicatighudi§ & A RSy (
biometric information. The program is planned and implemented by the Unique Identity Authority of
India (UIDAI which oversees the digital identity ecosyste®ince its inception in 2009, Aadhaar has
been a relatively novel technology that has gathered various moving parts and increased the range of
ASNIAOSAE AU 2FFSNAE |f2y3 (KiSankelokidy tapedtyy dfSHhadgSsy (0 f & =
seen across the years. Aadhaar was presented in 2010 as a means to verify citizens when using
governmental welfare and benefit¥ije Hindu 2010 In 2012 the Aadhaar architecture was advanced
02 SylFrotS WR2YWIOANWSE ANRIFANGE ByiAGASasT LIENDROdz I NI ¢
Aadhaar since then has been used for a variety of services like opening bank accounts, receiving
subsidies, or direct benefit transfeBgérkar 2014UIDAI 2014a, 2013bEnrolmedd A 1 &aSf F A a
YIYRIG2NEQ |y Ririveraby theemaikeds inRvBiohlAgtRaar is used.

The system works using biometric datairis scans and fingerprints which are linked to
personal information like demographic data, address, mobile phone nwsrdoed email addresses of
citizens resulting in a random 4#git digital unique identity number. Aadhaar as a platform espouses
Fy W2LISYyQ | NOKAGSOGdZNTI f LINAYOALX S G2 SyadzaNB® AydS
programme interfaces)ya 2 Fi 6 NB aeaidisSvya RSTAYAyYy3ad GKS AyidSNI O

17



other services using the digital identity. The services within the platform ecosystem use the
WHASNRAFAOI GA2YyQ 2F I RKIFNI Syl of SR dofbcRtoltBePIG KA & !
Oy W@OSNAFEQ AF 'y AYRAGARdZt Aa ¢gK2 GKS& Ofl A
demographic and personal information submitted by the individual matches the information held on

' RKFFNR& RIFGF o as akedtd dRriobile pldong SudnBed to dcBievedtlis oflike
verification. Then verification can be done by using biometric matching when relevant devices are

I @At o0t ST 2N GSNAFAOLFIGAZ2Y OFy 06S R2YyS Bmef AySo
Pass 2NRQ oh¢t 0 A& aSyid G2 | Y20AfS ydzyoSNI ft Ay SR
measure(UIDAI n.d.)

Additionally, offline verification is also done in three ways, (i) XEktefisible Markup
Languaggfiles, (i) QRQuick Respongecodes or (iii) through mobile phone app of Aadhaarthe
case of Aadhaar XML, the customer downloads an XML filetgthdemographic information. This
file, when sharedjs readable byhe verifier using XML compatible software to retrieve the peado
data. Offlineverificationcan also be conducted by scanning the QR emdn imagelownloaded from
L5 L 6S0aAdS 2NJLINAYGSR 2y R2gyf2FRSR ! I RKI I NJF
OF NRQU® ¢KS alyYS vw O2 Rafps asavelll A8 lodgfad eittferShe XML filg 8ro A £ S
the QR image is presented, the verification of Aadhaar and its data do not need OTP to be confirmed
¢ and thus are offlindUIDAI n.d.)

Aadhaa® conceptualisation and implementation thus strongly reflects the pcactof
RFGFFAOFGAZ2Yd ¢KS SiK2a 2F RIFGFEFAOIGA2¢andgnt & &LISH
state collective of technocrats whose expertise and knowledge exchange directs the adoption of
Aadhaar as a datafication solution across the puflicate divide (hdiaStack n.d. This has resulted
in a situation where even when the state does not have to collect humongous data directly, a move
towards datafication increases the opportunity for convergence of a variety of data sharing practices,
especially with Aadhaar involvement with digital payments anawgigk as discussed in this thesis.

The open architecture of Aadhaar was further built upon to deliver other API based digital services
provided by India Stack and to be used across publigandte sector situations, forming the basis

for a digitallydriven financial inclusiorD@attani2020).

IndiaStack has four layers that enable specific complementary sentiwia$tack n.d. The
FANRG WLINBaSyOSt Saa f lbasSdN@&ificition/féndtah@(ysiag QTRs alyAPIg S !
gAGK2dzi GKS ARSYGAFASR AYRAOGARdIzZf ySSRAy3I G2 0S5
where digital records and digitised paper documents are encrypted and stored. Here Indian

government prowes a service called DigiLocker, which works as an Aadhaar based digital vault. The
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verification process used chiefly in financial services. But others, Bkeldcom sector, have adopted

the KYC process for verification.

¢tKS GKANR WOl akKfSaa fF&@SNR LISNIFAYya G2 | Wdzy/
account with Aadhaar and the linked mobile number to provide digital payment services. Tiepove
of Aadhaar with gigvork came mainly in 2016 with this implementation of UPI bringing together a
bank agnostic digital payment system using mobile phone apps. Here, UPI acted as the middle layer of
digital platform connecting multiple banks and otleemmmercial services to accept and provide digital
payment. This service was built with Aadhaar as the digital identity. As long as individuals had a
registered mobile phone number and a bank account linked to Aadhaar they were provided access to
digital payments. In effect, payments using a unique UPI financial identifier can be made and taken by

anyone who verifies and links their mobile number and bank account with Aadhd&aStack n.d.

The final layer of IndigStack is an evolving consent framework named DEPRs#a (D
Empowerment and Protection Architecture). Based on informed consent, DEPA enablshalétg
across services and other platforms which connect to Ifdial O1 a4 W2LISyYy LISNRA2Y
(IndiaStack n.d. These various services offered by the Ir&tick then in used by the wider ecosystem
as building blocks to access verified data on those who come under Aadhaar, and using that offer other
digital services. Thus Aadhaar has made it possible for individuals within the platform ecosystem to

be apprached as potential platform users by multiple private sector players.

The ecosystem under study has different services, each delivered by a distinct category of
platforms, though Aadhaar and gigprk platforms remain the primary focus across this theBigse
are digital trust platforms, payment platforms, credit platforms, job portals andngick platforms.
These use Aadhaar, Indiiack and KYC services to various degrees (seen in figure 1 below and which
are detailed further in the empirical discussiin each paper/chapter). A trust platform is an
intermediary between those seeking to provide services or employment to the previously unbanked
and undocumented users who are now entering the digital econdgtterplace n.d.) So,
marginalised workersNB 3 dzf N @ LINBGARS ! I RKFI NJ-O2% Nt NDO I & A
recruitment portals or gigvork digital platforms. The function of trust platforms is to serve the other
platforms described here by undertaking API based verification of Aadhaar aed disbumentary

verifications.

Digital payment platforms used on smartphone apps are linked to Aadhaar, their mobile
numbers and the banks accounts. This linking is provided by UPI to enable digital financial transactions.

Credit platforms utilise the seices of both trust and digital payment platforms to provide direct access

19



to loans for their users. Finally, gigprk platforms are connected to services from the three others.
Gigworkers are verified using Aadhaar and other documents using trust plasferhen they take up
employment. Workers undertake digital payments for their daily work and interaction with customers.
Credit platforms that use digital payments and in partnerships withwgitk platforms provide loans

to gigworkers (OMI 2021, Avail Rance n.d., OnGrid n.d.)This complex interaction of the

constellation of platforms is represented below with examples of each platform (figure 1).

Avail Finance
Bon Credit

Digital Payment PhonePe

/ Platforms PayTM

Aadhaar ) J
(Digital Identity)

Trust Platforms | OnGrid
Betterplace

Credit Platforms

- Food delivery:
Swiggy, Uber Eats,
Zomato
Cab-hailing:

* Uber, Ola

Gig-work Platforms

The various platforms with their examples are as connected to Aadhaar and Gig-work.
The arrows depict the functional connections and flow of data between platforms.

Figure 1: h @S NI A S 6 platferm kecgspsten Q &
1.6.ThesiOverview

The research projectonsists of three constituent papers, which form this thesis presented as an
alternative format to a monograph. These three papers trace the experience of informal workers
across the ecosystem discussed above. This thesis conceptualises inclusion ailidraeveeing
performed by multiple means of datafication inherent to digital platform technologies. As later
chapters will elucidate, the thesis views surveillance within the platform ecosystem as a complex
arrangement of multiple visibilitie8¢ighenti201Q Lyon 201%. Particularly, surveillance is considered
dzy RSNJ G KS f Sy a 2yon2010Bdjrdah R LyandNET Bid\réséalcly fugisy informs
0KS (KSaraQa NBaSIkNOK Sy3al3SyYSyid ¢AldK @danak 2 dza
an identity, in Aadhaabased verification of data, the generation of data, its analysis and processing
in multiple platform contexts, the sharing of data between platforms and also the advent of algorithmic

mechanisms within specific platform cexts.
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Further, inclusion is approached as a mdithensional construct under a social justice lens. This
thesis casts inclusion as an intersectional construct with cultural, economic, and political dimensions
dzy RSNJ | Yy WI 0y 2FNadel f08). ZhdsdviéwioOirgi0sioh i§ deémonsirated todymergistic
with surveillance and datafication inherent to the platform technologies, specifically digital identity
By juxtaposingsurveillance and social justice, this thesis takes a page from the reckalarship on
WRI {1 [@edek &tk (P81@Heaks & Renken 2018

1.6.1. Research Questions and Paper Structure

Using the twin lenses of surveillance and social justice to view the digital platform ecosystem has
influenced the overall research question and how the three constituent papers are structured to
answer this question. Successive phases of fieldwork;a#kaction and engaging with theory inform

the research questions and the strategy.

Thus, the overarching research questiorsidow are inclusion and surveillance, and their paradoxical

relationship performed through datafication in the digital platforetosysterfie @

To answer this question, the research design involves engaging with three interrelated
perspectives of the ecosystem. These broadly match the three constitutive papers as seen in the table

below (Table 1.1) and their levels of analysis @nésd. The following is a brief overview of the three

papers.

Paper | Title Research Question Focus of Analysis

1 Digital Identity, Datafication an{ What is the sociglstice impact| In between Aadhaarc
Social  Justice:  Understandin of digital identity and the| digital identity platform,
Aadhaar use among informg datafication enabled by it? job recruitment portals
workers in south India and gigwork platforms.

2 Spatiotemporal  (in)justices il What are the social justici Within food-delivery gig
digital platforms: An analysis ¢ impacts of the spatiotemporg work platforms.
food-delivery platfoms in south| characteristics of digita
India platforms?

3 Liquid Inclusion: The dynamics | How is inclusion performeq At the level of digital
inclusion under datafication an( under the datafication ang platform ecosystem.
surveillance surveillance practices of digita

platforms ecosystems?

Tablel.1: Details of the constituent paper in this thesis

21



Beyond the findings presented, the first papggnals the varying experience of workers dependent

on their particular work contexts. It influendeghe second paper, where the thesis identified a need

to zoom into the narrower contexts of particular platforms and explore the variation of datafication
and surveillance. This is further connected back in the third paper, which builds on papers 1 & 2 to
present a digital platform ecosystem level vieBupportingthese papers, the empirical data was
collected by engaging directly with the context of the kens and plotting their trajectory across the

platform ecosystem.

Paper 1 Digital Identity, Datafication and Social Justice: Understanding Aadhaar use among informal

workers in south India

Research question What is the social justice impact of digitdéntity and the datafication enabled
by it?

This paper studies Aadha&ocusing on its use by two marginalised groups of informal workers
aSS1TAYy3 SyYyGNeE Ayld2 GKS RAIFAGIE SO2y2YDpf tKERS2RE
portals and cakdrivers working under a digital gigork platform of cakhailing apps.This paper
presentsWl 6 y 2 N | £ coreptiiaifr@ne@orkltaithesrise cultural, economic and political
dimensions oparticipation using Aadhaar in commercial work conteXte findinggresenta critical
view of digital identity use, the attendardatafication and dataflows. The research uses empirical
evidence ofsemistructured interviews and field observationk is found that digital identity is
intimately related to inequality experienced bige informal workers irthree ways: current use of
digital identities reifies extant culturatlispaities experienced bythe workers; unprotected
datafication exploits the neviound digital participation to create further economic inequalitiasd
unfair and complex barriers continue to exist foargindisedworkersii 2 @2 A OS WA Y F2NX¥ SR

to access redressalgr security issues.

Paper 2 : Spatiotemporal (in)justices in digital platforms: An analysis of foetivery platforms in

south India

Research question ¥vhat are the social justice impaof the spatiotemporal characteristics of digital

platforms?

The second paper presents a zoormerdiew of the micrdevel negotiation of digital platform
labour and data practices. This paper involved the study of three-fil@bisiery platforms andound
that in the performance of gigork, (in)justice is experienced spatiotemporally dig-workers

Specifically,surveillance and dataficatioof spatial and temporadre seen to bénherentto the daily
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work practicesn gigwork. The qualitative methodsised include serrstructured interviews of food

delivery workers and an autoethnographic study by the author gigravorker on digital platforms.
Paper 3Liquid Inclusion: The dynamics of inclusion under datafication and surveillance

Research question 3ow is inclusion performed under the datafication and surveillance practices of

digital platforms ecosystems?

The third paper in this thesis analyses the worker's experience at the platform ecosystem level
by tracing their experiencecaoss Aadhaar, gigork and other platforms of digital payments, trust
and credit services. Here the performancesafveillance in enabling inclusion is queried using a lens
2F WiAldzZAR adaNBSAftl yOSQo ¢lypBsitive Yutconie af tlatalride 2 6 & A Y
surveillanc® Ly Of dzaA2y A& &aSSy KSNB Ay (GKS GNI¥yaAirdAzy
becoming a gigvorker in three main ways: of seeking formal documentation and legal identity under
Aadhaar, of seeking finamdi betterment and participation under digital payments and credit
platforms, and of digitally intermediated formalisation of employment status. But inclusioond
to be performed under a liquified and fragmented environment of work and livelihoodetiiese
conditions inclusion is exposed to be dictated by episodic tasks ofsselfeillance rather than being

an absolute positive benefit of belonging within the digital economy.

Building on the above presented three papers, the following chaptass the ostensibly
paradoxical relationship of surveillance and inclusion as the surveilled individual having to walk a
tightrope of competing visibilities. There is a need for positive and necessary visibility to the state and
other private players to athS @S WAy Of dZAA2y Qd ¢KAa A& aSid I3l Ay:
visibility, like denial of rights and risks to so5002 Y2 YA O 2dza G A OS @ ¢Kdzax GKS
as performed by complex visibilities and as an essential elemengiphlddlatformsasfaced bythe
marginalised populationThis surveillance in turn, results in complex participation seen through a

social justice lens, especially to go beyond the prevalent economic dimension of inclusion.

The rest of the thesis is structured as follows. Chapter 2 presents a wide reading of literature
on digital platform, and their ecosystems. Here both perspectives on platforms as venues of inclusion
and surveillance are presented, along with a focussedevewf research on digital identity and gig
work in the Indian context. The chapter also presents specifically identified gaps in the literature and

justifies the use of a datpstice framing done in this thesis.

Chapter 3 delves into the specific thesation of surveillance and inclusion as theoretical

constructs. The chapter engages with the literature of liquid surveillance, integrating this with readings
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on abnormal justice. The last section in this chapter summarises the theoretical concepts as used

across this research project.

Chapter 4 presents the methodology, detailing the research philosophy, the various method
and datacollection tools employed. The chapter ends with details of data analysis with a summary of

the same as it applies to the theecontexts of the constituent papers.
Chapter 5 is made up of the three constituent papers as presented earlier in this introduction.

Chapter 6 is a critical evaluation of the entire project. Here, the various theoretical constructs
are revisited and obseation is made to cast inclusion within digital platforms both as a process and
outcome. The chapter ends with a discussion on the interdisciplinary contributions made by this thesis,

its limitation and wider implications to practice and policy.
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2. UTERAURHEREVIEW

This chapter reviews research on digital platforms within literature from 1S, ICT4D and further
interdisciplinary research from fields such as data studies, surveillance studies and development
studies. The chapter continues by scoping ouyivey perspectives on digital platforms the constructs

of datafication, surveillance and inclusion. The later part of this chapter reviews existing research
within the Indian context that studies the social impact of datafication and digital platforntkisin
particular attention is given to two categories of digital platforms dictated by the empirical focus of
this thesis. The first is of Aadhaar as a governmental digital identity platform, and the second is digital
gigwork platforms. The review in thishapter results in a synthesis of the gaps in the literature that

this thesis addresses.
2.1Digital Platform Ecosystems: A problematisation

In the last decade, digital platforms have entered the popular and academic vocabulary, becoming a
prominent means ofinderstanding commercial and, equally, governmental serviSesidek 201}

One reason for this is because digital platforms and its underlying Big Data technatagiaaities

work to scale up rapidly and thus be made available to a large sectionmfigtions as their users
(Flyverbom 2019 A logicabutcome of this capability, and one which is studied closely in this thesis,

is the notion of ‘inclusion’ that platforms afford to their users. As digital platforms increase their
footprint across the tehnology landscape, millions of fisine users get included into a newly minted
digital presenceArora 2019.

Inclusion, as conceptualised here, can be brought about by two broadly related means. First,
governmental interventions deploy digital techogy to improve access to services across both public
and private sectorsGovernments have an essential role in encouraging the contemporary digital
transformations under platforms in both the public and private sectors. National governments
routinely exend the reach of underlying infrastructure such as technical networks or mobile phone
penetration to support a platformisation agengBrown et al. 2017, De Reuver et al. 2D1#e use
of platform technologies to perform governance has also bieeneasinglynoted as an emerging and
vital phenomenon tde studied (Benlian et al. 2013

Secondly, there is increasing participation within the digital economy using commercial
platforms of the hitherto excluded individuals. Tteem 'platform’ routinely attracts #&ention to
prominent commercial entities providing online services (such as Google) or sharing-acdmpony
services (provided by the likes of Airbnb or Ub&inicek 201) In fact, most of the prominent

technology businesses encountered online aogvrconsidered platform companie€@sumano et al.
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2019. Governments globally have begun echoing commercial digital platforms provision of online
public services, thus blurring what a platform could Begns & Gawer 2016, Benlietal. 2018).This
view is further complicated when considering the wider context of platformsP@dl et al. (2019)

term the rapid advent of platform entails:

Xthe penetration of the infrastructures, economic processes, and governmental

frameworks @ platforms in different economic sectors and spheres of Ked|l

et al 2019 no pagination).
Platforms thus occupy an amalgamated puiplitvate space. They also inhabit a complex socio
technological 'platformecosysterh éonsisting of multiple platfans and stakeholders, all brought
together withnetworked capabilitiesenabling data flows between them in various walgcpbides et
al. 2018. Essentially platform ecosystems signal the spreading overlap in public and private sector
roles that individials navigate as they gain digitatlgabled inclusion.

A competing view of digital platforms paints a darker picture of the individual's experience.
Wider critical research majorly studied within global North contexts positions surveillance and data
extraction as a negative impact of platforms. Platforms are intimately linked to the emergence of
'datafication’ as a common phenomenon in both governmental and commercial digital corReet (
et al. 2019. Dataficationas it is seen in contemporary sogigesorts to the capabilities presented by
'‘Big Dataparadigm Social contexts, actions of individuals within digital platforms, and the impact of
these platforms are all seen to play out in a quantified and datafied fipiayer-Schoenberger &
Cukier 2013Van Dijck 2014 In fact, accumulating data on user's behaviour, preferences and social
activity is considered a primary factor for the success of platforms and forms a central point of
innovation Helles & Flyverbom 20)9 The data extracted of usessd exploited for its commercial
value by complementing entities within the ecosystems forms both the commercial and technological
basis for digital platformspell et al. 201p
Datafication in this context enables datisiven surveillance in both getnmental and private

platform contexts.This meangactics like'data analytics emerging from thecorporate technology
sector increasingly fintheir place in governmental process@dyverbom & Garsten 2021With data
analytics, the citizen is gradlybeing treated implicitly as a datubjectsas Taylor & Broeders (2015)
present. There is a transformation in how governmental programs are set up, with thec#tiaes
engagement becoming increasingly dab@ven. All this works to enable the useprofiling based on
the datamining of their digital footprint across the platform. The multiple 'digital traces' that
individuals leave can be mined as data by corporate and governments alike, to undertake surveillance
(Flyverbom 201 This data miningims at economic or financial value creation for the platform's

various commercial entities, such as the different entrepreneurial suppliers in the ecosystemijck
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2014). In the case of governmental use, data mining can be directed towsrdsomic efficiencies
and improve policymakingX(Reilly 2011, Margetts & Naumann 2017

The impact on the individual who parts with their data then depends on the platforms' ethical
context. Under whaZuboff (2015)amously termed 'surveillance capitafi§ this accumulation of
datagenerated is often to the detriment of some of the most vulnerable individuals in so€i&yke
(2019)states that the extraction of data reduces the humanness of contexts and thus increases the
risk of unethical impact omdividuals and institutions alik@armody & Zwick (202@)rther qualify
that platforms manipulate consumers into a sense of having a choice and attaining empowerment
through datadriven surveillance, even as they are pushed towards conformity in aidlng greation
for the platforms.

This thesis is situated at the intersection of these two ostensibly opposing streams of research.
One view is that platforms have the potential to improve the inclusion of those underserved into a
digitally intermediatedsociety. The other view questions the vast surveillant capabilities and how this
iS put to use by governments and corporations. The problem for this thesis then is to conflate
surveillance and inclusion as an outcome of the same capability of dataficatibim a platform
ecosystem. The following few sections present relevant literature on the roles of governmental and
commercial digital platforms in society. The chapter continues signposting literature on the empirical
context of the chosen case studiefthe governmental digital identity program in India (Aadhaar) and

on digital gigwork platforms in India.
2.1.1. Platforms as Sites of Datafication and Surveillance

This section brings together information system perspectives of platforms and breageoaches to
surveillance by wdening the review's ambit to disciplines such as surveillance studies and data studies.
There are various defining characteristics of platforms that this research is interested in
exploring.Poell et al. (2019resent an &cellent beginning point to understand platforms and their
connection to surveillance. They suggest that an underlyirdptainfrastructre and prevalent
datafication of governmental and commercigirocesses are critical to the functioning digital
platforms. Particularly in an information system view, platforms lawét up of complex networked
and layered digital components and subsystenibese multiple moving partthat make up the
platform are built to deliver arhodular and'open architecture fooet al. 2010, Rolland et al. 20118
Openness, termed 'generative’ architecture, allows platforms to accommodate a rapid scaling up,
allowing for platforms to interface with other platforms and technological entities using
complementary technical standardshis results idifferent systems being able to talk (technologically

speaking) to each other and, more importantly, share data seamlé¥stpbides et al. 20).8The
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platform then inhabits an evethanging ecosystem that includes autonomous ctbes of
developers, corporations and institutions expanding the digital platforms' form and function.

This deployment of generative capabilities that began within the private sector is already
adopted by the public sector in its digitdglivery ofservices. Principles of open architecture surfaced
early as a core concept within what was termed as tBevernment as a PlatforniGaaPYonstruct
(O'Reilly 2011 Governments globally are more recently poised to provide services through
partnerships wih commercial digital platforms3anapati and Reddick 2018Public services in this
mode aim for citizen participation, alongside enabling digital services through a 'mashup’ of dependent
and subsystems that make up the GaaP ecosystem as a wBae/i et al. 201). As the ecosystem
becomes the site of commerce and governance, digital strategies adopted by institutions have shown
profound changes. Digital technological projects are no more mammothddayn and proprietary
activities. Platforms,nicluding in the public sector, espouse an agile, responsive and malleable
approach to their growthMlargetts & Naumann 2037

Riding the coat tail of platformisation of infrastructyreurveillancetoo is seen to be
platformised. ASVood & Monahan (20)%@rgue, there is a particular flavour to 'platform surveillance'
in their transformation of 'scial practices and relatiohanaking them 'exploitable as dataZuboff
(2015)argues that the traditionalole ofa powerful entity undertaking surveillanceeing the state as
a Big Brotherwhich held a topdown power watching over citizenis replaced with theBig Othetof
digital platforms Under datafication, wrveillance is not hierarchical but networkezhd the powerful

don't have to watch over comantly. With datafication

Xevents, objects, processes, and people become visible, knowable, and shareable
in a new way. The world is reborn as dqiuboff 2015 pg.77).

In this context, a quick look at thglobal history of surveillance and its retatito data collection
provides some key insights. Globally, surveillance is seen to be framed by two specific events: the 9/11
attack and the Snowden revelation of the globalised surveillance programthel immediate
aftermath of the 9/11 attackstechrologists andhigh tech companies were placed directly in the
middle of the governmental response, enabliting proliferation of technical solutions focused on
disparate data collection as a means of surveillancgorf 2003 With heavy governmental
invedments, datamining aimed at surveillance was aipted globally by the technological and
commercial sectors. In its new form, this dataven surveillancevas employed to make sense of the
bulk of commercial transactional data and creaustomerprofiles Gandy, 200).

Datafication went further in later years as technologies develgpmad there were two
relevant developments in the posbnowden era of surveillanceLigchka 2016 One is the

acknowledged routinisation oBig Dataproponentsplacing unerring faith in technologgd solutions.
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The ®cond is tle close publigrivate synergies imatafication particularly involving information
technology companies. Both these mean that at many pothtsuse of data involves unwitting user
involvement as adata subjectin handing over their data which flow through these complex synergies
to create value to public and private sector entitiky@dn 2013. This is enhanced further wittocial
media's global successyhich ostensibly contributed nre intimate personal data to Big Data
surveillance Ball 2017. The features of Big Data surveillance in itself then includes normalisation,
convergence and interconnectedness of a variety of datasets with emphasis ofvdhighe
datafication and higfspeeal processing and analysiStérk & Levy 2018Vood & Monahan 2019

The interdisciplinary corpus of literature on public sector and commercial platforms also
illustrates the changing surveillance modes under datafication. Relevantly to this thesisagand
coincidentally), typical examples of such platforms would be governmental digital identity and
commercial gigvork. Both digital identity platforms and gigork platforms are sites of datafication.
They share a similar arc in becoming means for a néwer of datadriven surveillance deriving from
more traditional surveillance undertaken by the state and employers. The change in research thought
about these platforms and their surveillance capabilities is traced briefly below.

Within studies of digiteidentity, Breckenridge (2005)rovided an early critique on the digital
government using a biometric identity infrastructure in South Africa. Two salient points are put forth
in this work which points to the evolving nature of surveillance. The 'bidmstate' and its citizens
are cast under a 'panoptic' centralised surveillance visibility of this national identity infrastructure
(Breckenridge 20Q05pg. 278). Surveillance risk considered under such identification regimes
concerned with both overtrad covert practices of being watched by émtomingvisible tothe state
(Lyon 2009Lyon 2017.

At this point, the concern of surveillance goes beyond the issue of the 'state'. As Breckenridge
(2005) pointed out, private entities were involved in enablingitifecation in even its early versions.

The state espoused commercial principles by casting the citizens as 'customers'. Interestingly, there is
also a hint of the state's datafication ability that identification systems affBrdckenridge (2005in

the concluding sections of his research, calls for a deeper understanding of what he terms is a
‘datasphere’ that attracts mundane and private data of individuals being collected as part of the
surveillance they experience under a biometric state. Thistisbudea of a proto construct of data

driven surveillance, acknowledged later under Big DAfad(ejevic & Gates 201Martin & Taylor

2021). The advent of social media and increased digital mediation in society has only bolstered the
relationship betweena governmental digital identity and the wider commercialyven digital
society.

As biometric technologiet®ok up the mantle of identification across many natioBe(nett

& Lyon 2013 therehas beergrowing academic interest in understanding its liogtions.But recent
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scholarship squarely positions these identification systems and their functions agedumlogical
mechanisms of dataficatio®\jana 2020Weitzberg et al. 2021 Specifically, the continuing growth of
technologies likdbiometrics which bridge the gap between identification and dataficgtespecially

in the Global Southhas been identified as erucialresearch agenda in the last decadedra 2016
Schoemaker et al. 2021The deepening of datafication within digitdéntity as platforms is reflected

in the construct of 'datalriven identities' Masiero & Bailur 2021 As these systems fall into the wider
net of Big Data, adopting datafication tactics and become platforms, identification too then becomes
a process oflatadriven surveillanceMan Dijck 20211

A similar account of datafication and surveillance is found in commercial digital platforms'
evolution. Given the focus of this thesis on-gigrkers experience, a relevant idea is surveillance
within digitally meliated workspaces and labour practices. Monitoring of workers as a way to control
their productivity has been the mainstay of deploying information technology in organisational
contexts. An evolving view of workplace surveillance has been related to et of data. In early
analysis of surveillance within the workplaZeiboff (1988eploys a 'panoptic’ metaphor to present
that information technology was a tool that monitors and measures employees in an organisational
context. This as redime suweillance entailed the collection and storage of d&tkarke (1988)otably
used the term 'dataveillance' to denote the systematic way data is collected to aid the monitoring of
productivity and performance and the control of behaviours, actions and camuation of individuals
as employees.

Datafication of workplace surveillance is considered to increase employers' scope of control
and monitoring. This is also seen where the extraction of personal data about an individual worker and
their labour has seerfunction creep' Ball 201Q. This can be either from excessive data and
information collected than the monitoring ethically necessitates, or it could be due to data being put
to uses for reasons other than those originally intend&all (2010glso present three specific ways
in which surveillance was emerging that are of interest to the recent developments in datafication.
They discuss that there iiscreased use of personal dathg use ofbiometricsas a tool of employee
surveillanceand growingcovert surveillancaundertaken by employers

These issues are analogous, but more evolved technologically, to how surveillance plays out
within gigwork platforms. AdNewlands (202) argue, with newfound datafication and surveillance
capabilities, gigvork patforms automate surveillance to the extent that the workers are watched and
monitored by algorithms instead of a human observer. The body and physical efforts of-thergeys
are recast as data representatiorhis erasing ahdividual human differencesf the workers allows
the algorithm to see an objectivised view of individuals, facilitating automated control and decision
making.Wood et al (2019)arguessimilarly about surveillance and control, and point out that these

algorithmic actions are covernd unknown to the surveilled worker.
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2.1.2. Platforms as Pathways to &elopment andinclusion

Thissecond perspective that this thesis seeks to study is orintipact of platforms within the global
Southas potential vehicles of positive development. Partidylanclusion as a positive outcome in
using ICTs and digital technology has seen multiple evolving interpretations. This review will arrive at
the context of inclusion within platforms as seen in contemporary times by tracing these.

Early views of the tation of ICTSs to inclusion presented a unidimensicdfigital divide view,
of excludedndividualsbeing abldo participate by the mere provision of technological resources. Here
inclusion is of those who have access to technology against those whotd@/arschauer(2003)
rightly critiqued theédigital dividé framing as too restrictive in its definition of inclusion and that social
inclusion (and exclusion) needs to factarmultiple social resources. An effort to understand the
broader context of inclusiohasgained prominence within studies of IS and IE&bs.instanceZheng
& Walsham (2008, 2021¢position their argument thainclusion aghe impact of government ICT
policyneeds to gdbeyond mere technological provisioém pay greater attention to theociopolitical,
cultural and institutional factorsConceptualisations of social inclusion then went further to account
for wider inequalities and marginalisation conditions. Inclusion was recognideragmot only about
economic development, but alspolitical and cultural factorsTfauth & Howcroft 206). Cther
researchers Qushman & McLean 2008rquhart & UnderhilSem 2009 echo this point by giving
attention to underlying issues due to social factors such as gender, race and class.

Critical research into the social impact of ICTs chaletige notion of technology beingra
undebatable force for good andesksto understand social exclusion and other negatfgects of
technology Trauth & Howecroft 2006 The aims of ICTs research then evolved from knowing how to
connect marginalisedhdividualsto a technological solution to understanding how to pass on the
positive impact of technology (Galperin 2010). Reseasdisp acknowledge that ICTs can exacerbate
and even cause marginalisatiohafmbulasi 2000 This signalled that impact of technology dedo be
studied contextually beyond mere access or adoption

A viewsimilar to the inclusion potential of ICTs can be foimdiscussions on social impacts
of 'digital platforms. Despite the surveillance risk, platforms are becoming vital to the ioriusf
marginalised individuals into an emerging digital economy. The main category here is of digital identity
platforms. Positioned as ‘identity for development’, the efforts for universal digthlinclusion
depend on these identities as legal andif@ documentation for undocumentedsglb & Clark 2013)
specifically as it applies to the global Soubaljan & Gelb 2035

A narrative of inclusion is commonly seen in studies of digital identity and other identification
infrastructure. Especially if imlemented asa national system of identification, identity cards and

identification artefactsalsotend to become a stanh for legal inclusion or evedefining citizenship
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(Lyon 2017. This conflation of identificatiomnd inclusion mirrorsL / ¢ rtr&dfién of considering
technology as a tool fahe betterment of society The gated aims ofmany suctprojects arestudied

as ideals of poverty eradicationHarris 2004 Duncombe 2006 or financial inclusion(Kpodar &
Andrianaivo 2011Bisht &Mishra 201§. Along these linesn the last few decadegovernmental use
of national identity systems and relatédentification technologietias been shown taddress social
inclusion Bennett & Lyon 2013, Whitley & Hosein 2010

At its core identificationis understood as a function dficlusion,establishinga way for those
excluded to be trusted and seek participation under an identity mediated intera@@ameron 2005
Bennett & Lyon 2013The path of identity as legal inclusion is astidified under thdJN Sustainable
Development Goals (SDG) 20Epecific SDQdace a square focus omclusion and call forthe
promotion of'inclusive societieSDG 16and presenttarget (of SDG 16.)%0 'provide legal identity
for all, includingpirth registratiori by 2030 UN 2018. SDGs have also spurnaadlincrease in the focus
on datafication As onlineservices become common, SDGs fall under the ambliggtal identification
technologiestheir function of datafication and also by beinghstrued as platforms\asiero & Bailur
2021). There is a clear call to understanidyital identity as a platform for addressing S¥Basduschi
2019 Madon & Schoemaker 2021

Financial inclusion is yet another layer of inclusion entwined witkxaectation of a digital
identity for individuals Beduschi 2010 Services in the wider platform ecosystem like digital payment
platforms are consistently linked with expectations and outcomes of financial incluGelh & Metz
2018, Qureshi 2020 Platbrm services are regularly involved in enabling the participation of the
previously unbanked into formal banking or providing access to crBéim{rgueKunt et al 2018
Here, digital identity becomes the route to establishing trust or security for onfinencial
participation. Similarly, evolvingintech(platforms are considered valid 'pq@oor' opportunities for
delivering financial inclusioh.égna & Ravishankar 202Notably,Cheesman (202@yarns that many
large platform companies use the promisf financial inclusion to become digital identity centric
gatekeepers.

In a similar contexBrewer et al. (2015)resent agap in understanding what inclusion stands
for given the variance of global contértdigital identificationBennett & Lyon (203) offer a relevant
point contextualising identity systein@Qse globally They contend that there is an observed
dissonance While 'rich' states have moved away from governance regimes using national identity
schemes, there is increasing use of natiodehtity or relatedprojects in the Global Soutls¢e for
examples:Bozbeyoglu 2011Fluri et al. 2015Gelb & Metz 2018 There have been vehement
opposition to national identity programs in global North countries or they come under strong data
protection policies that mitigate the risk of state surveillance overre@ginitley 2013. Thesocic

political context ofdentity as a platform and their positive and negative implication in the Global South
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are, in this debate, under researche@ennett & Lyon (@13)place a relatectall to scrutinise the
voluntary versus mandatorgituations of using a digital identity. They consider thatréasingly
mandated identificationdisadvantage minority communities by makingurveillance and the
consequentocial clasfication an adverse reality.

This emergence of opposing consequebas been flagged y G KS O2 ¥aci8SlEG 2 F
inclusioQ I A iMedtificatibn technologiesThissignas a need fora deeper understanding of the
objectives and mechanisms of nationdéntification regimesFor instance, in their study of Brazil,
Wood & Firmino (2009argue that identification as a technological and social construct has two
oppositional poleg; repression and inclusion, and neither of these outcomes is predominant due to
identification. While in Brazil the specified agenda for the identification regimeirghision Wood
& Firmino (2009jind that'inclusion is not a weHldefined outcome. There is a mixed result inhat
inclusionmeans especially given the potential of abuse of power an integrated national identification
system brings to the Brdzigi@bal South context. They strongly signal a need to investigatasion
and exclusion conditiong;ontextualising thepotential for surveillanceunder a national identity
program

A broad critique of digital platform and its role in enacting inclusisngiven byMasiero &
Arvidsson (2021)They argue that the underlying design of platforms intended for inclusion can have
unintentional 'degenerative' impact and that inclusion is not always a given outcome. Others take a
more anticapitalist tone. That latforms with their capitalist and data extractive position necessarily
negatively impact the most vulnerable of those who participate. In thimz Andrade &
Techatassanasoontorn (2021¢ject the notion of inclusion as an outcome. They discuss that
participation that can only be digital means there is 'digital enforcement' rather than it being an
inclusion that is sought after. A similar argument is madedbgks (2021)hat platforms enact an
‘adverse digital incorporation’, shifting the perspective teatme groups of actors participating within
platforms are necessarily exploited as a way to create value for others groups in dominant positions.
Other studies warn of the similar deepening vulnerabilities under platfdriven surveillanceHosein
& Whitley 2019 Martin 2027).

Digital platformsare also increasinglgeen as an important meand participation in the
labour market, particularly in the global South, as erstwhile informal employment is rapidly seeing
mediation by digital technologyRangagamy 2019. This change is not without its challengas
frictions exist where marginaliseddividualsface barrierdo participation in the digital economy.d¥
all groups are providea@qual digital accessKoskinen et al. 2019, Bonina et al. 2R2Gigwork
platforms are also considered a significant source of employment and potential-esomimmic
development Ahsan 2020)Relevantly, gigvork is acknowledged as a means for inclusion into the

formal economy, despite their platforimposed surveillancand control of work ieeks et al. 20291
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From an inclusion perspectiveven wherplatforms createemployment opportunitiesexclusion can
still occur for groups already facing marginalisation ttugender, disability or agéHdeeks 201).
Koskinen et al. (2019)ery relevantlycall for aneed to understand theénclusiveimpact of
platforms in the global South by queryirgthat a digital platform is and how they should be
conceptualisetdas agents of developmentThey further highlight two specific points which support
this thesis'smotivation to take a'platform' perspective. Firstplatforms are acknowledged to be
intertwinedwith surrounding institutions, markets and digital technologies, and segmarnmental
platforms as technological innovation are rarely viewed from a platform perspedtieeks (2020)
similarly presents a'digital for developmerit paradigm where digétl technologymoves from
‘development tools to become development platforms They argue that an increasing digital
'platformisation with networked capabilities spannirtge public and private sector forms the basis
for digital led development within #hglobal South. Similarliasiero & Nicholson (202@yesent one
of few works of research that gaosition platform logics and development where they discuss digital
platforms andtheir limits as emancipatory technology.

The choices made by platform cpanies on theitechnological features and business madel
directly relate tohow inclusion plays outvithin their remit. Practices oélgorithmic controland
unequal power distribution within the platform's market ecosystem negatively affectarginaled
users Wood et al. 201R Thus, even when economic benefits can be associated with platforms,
individualscan face exclusion and inequality due to the outcomes of platformisakitaii & Wahaj
2019. Within these studies of digital platforms, tlwncepts of inclusion are handled at best
indirectly. There is a dearth of research expigrinclusion as being connected to there logics of
digital platforms. Inclusion in such a view would be a complérome subsuming access to digital

platforms and ontending with boththe positive and negativeociceconomicdmpacts

2.2 Contextual Research

This section presents contextual research on platforms focusing on Aadhaar, the digital identity
program, and on gigvork platforms in India. This review ofsearch related to the empirical case
showcases the gaps in how the specific platforms and the larger ecosystem are studied in prevalent

research.
2.2.1. Research on Aadhaar

Aadhaar has been the subject of research across multiple disciplines since its incepéeearch on
Aadhaar has considered it a vehicle for inclusion and present specific exclusionary effects. What is clear

from the review is that the mechanics of datafication and digital identity platform logics within
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Aadhaar all have remained undstudied despite the widespread dissent it has attracted as a project
of surveillanceKhera 2013

Within research that report imperfect inclusion outcomes under Aadhaar, a subset of them
call for a need to engage with surveillance as a staibnologicakonstruct. For instance, consider
the academi@nalysesvhich take adevelopmentalistiew of technologyin studying Aadhaar. These
conclude that theprograms' success shows mixed results and the technology itself is critically
guestioned calling for futher study on the sharper enof potentialsurveillance.An example can be
seen in Bhatia & Bhaba (201¢gling for acontextual understanding of Aadhd2@dse They observe
that the 'enthusiasm for the inclusion potential of Aadhaar seems to far ogtstniy concerns about
surveillance or threats to personal priva¢Bhatia & Bhaba 201pg.75). SimilarlyMenon (2017)
broadlypresentAadhaais 'digitisation'as means of inclusion of the marginalidad questioring the
digital identity'sfit for use i the specific case of food security systéfhe very nature oinclusion
under Aadhaar itsellemains contested dglenon (201 7}all for astudyof the surveillance dimensions
of Aadhaar taunderstand any potentiaiisk. These ideas have been echoed clgpss/Masiero & Das
(2018)and Masiero (2015)n studying Aadhaar in food distribution and food security programbey
agree onan initial and mixed prepoor success of Aadhaaragenda of inclusion but mention this as
having been achieved despite the geitlance potential as a clear negative aspect of the program.

Aclearthread of exclusiomesulting from failures of identification or allied processe®isd
in other studiesof Aadhaar This body of research calls for framid@dhaar as a surveillance
technology byconsideringadver® outcomes alongside the positive agenda of includiam.instance,
Chaudhuri & Konig (2018)ighlight a 'inclusion/exclusion paradigmof Aadhaay where the
technologys intervention in social processés seen tohave exclusionary consequersceSimilarly,
Singh & Jackson (203@rtray instances of exclusigasulting fromAadhaar as a developmental tool.
This is based oananalysis of one of the fepieces of researclon Aadhaar that account for daily life
experiences. The authors further suggest that impediment to'tigts of citizens arises due to the
potential exclusion.

These narratives of inclusion based on Aadhaar largely stop from engagirdigitethidentity
as a technology of surveillandaut do position the need to studye negative effect ourveillanceas
an outcome This need for research on surveillance under Aadhaar mirrorsgépein academic
understandinghat Khera (2018highlichts. They highlight the need fardeeper sociological analysis
placing surveillance and its impact at the centre emgggvith the technical and policy aspects,
alongside a mucineeded study otitizens' everyday, ordinary, daily life experiemgengagig with
Aadhar. One exception that answers this call is tbgearchdone by Srinivasan et al. (201&n
understanding privacyelated to marginalised individuals in India, ip#rtly involvingAadhaar They

discuss that privacy has'eelational nature leading to a negotiatedtrade-off' - between harmful
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effects of surveillance and the benefits of being visible when the marginalised want to interact with
the state. Their studgives an appraisal of how surveillance is experienced in everyday lifergsd hi
as a need for deeper understandinghoiw data resulting from identification and linkage to transaction
are usedHosein & Whitley (20190 further in their analysisuggesting a relook at the combined
narrative of Aadhaar as a technology of surveillance and inclusion.

There are wider researchthat studesthe usage and implementation of Aadhaar solely as an
effort in electronic governancen this Bhat (2013and Sivanalai (2013yuggest studying the varying
stakeholder view of Aadhaghighlighting competing narratives and objectivafsthe state and the
citizens within the institutional environment afigital identity use There are also studies more
positivist dsciplines that take a perspective tocreasethe use of Aadhaar in techndeterministic
applications ranging from authenticating students taking tefthahalakshmi et al. 20 7o voter
verification Patel et al. 201p Such research remain critical Wi their owndomairs of seeking the
implementation of Aadhaar. But the framing of thestudies rarely addresses thémpact of
surveillance under digital identityFor this thesis, the volume of these techdeterministicstudies
itself hints at & enthusiastic adoptiorof Aadhaar. It signals the spread of surveillance into multiple

areas of digitally mediated life

Perhaps most relevantly, research is needed with a juxtapositioningunfeillanceand
inclusion understoodrom aglobal South perspectivéirora (2016)who studies Aadhaar specifically
as a technology foinclusive capitalismstates
XdzaSNJ 06 SKF@A2dzNJ ' yR AyaildAaddziazylt LINI OGAOSa
represent and ifluence our understandings on this matter, which can serve as a

genuine barrier to thoughtful, indigenous design of big data applications for
emerging economiesAfora 2016 pg. 1693).

Studies have also made a nascent exploratiotabéfication with repect to AadhaarThis reading by
Arora (2016)Xebatesthat Aadhaar is situated in theider field ofresearch orBig Data They argue
that datafication andhe use ofBig Datastrategies are dealt with bias of empowermenbnly when
the narratives come fronglobal South In the global North, the same technologies of digital identity
and Big Data projects evoke a "scepticism and caution on the social impact" they dédigdmg this
disconnectMasiero& Das(2019) presents a coceptual need to engage with dataficatiomstead of
Wigitisatiortin how Aadhaar has been designed and implemented as a clear theoreticah gapst
research on Aadhaar the focus has been to understaad a monolithic identity system ratherdh

its datafication propertiesAuthors have acknowledged thiy suggesing Aadhaar as a relevant case

study to understandhe impact of dataficationGurumurthy et al. 201,Hickok et al. 201)7
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Perhaps the most relevant work for this research is fiteglor (2017)They call fotheorising
intended benefits, mechanisms and controls related to visibilities resulting from sureeilleing
Aadhaar as an exampl&éheypresent'data justicé asa valuableand holistic analyticaframing go
beyond the seming binary of harms & benefits to consider Aadhar as a complex plattbtimately,
there is an evident need for research that studies inclusion as a benefit set against negative effects of
digital platforms like surveillance, exclusion, a failurenofuision, and related social harms litenial
of rights and justiceRecent research bylasiero & Arvidsson (202andMasiero & Nicholson (2020)
casts Aadhaar as a digital identity platform. They call for the centring of platform logics and
architecture such as openness and modularity, to understand Aadhaar's wider impact on its
marginalised populations. They highlight that failures of inclusion, active exclusion and adverse
monitoring of vulnerable individuals may be seen as results of platform acthitd choices under
Aadhaar lasiero & Arvdisson 2021

2.2.2. Research on Gigiork in India

There is a burgeoning body of literature oilg-@conomy platforms in Indjahis thesissecondarea of
focus As a phenomenqrgigwork in India is very recenpaind this is reflected in the limited related
research output thatconsidersdatafication or a platform perspective. Sihis review focuses on
research to shed light on what current literature says about inclusion anegi#lance within gigvork

platformsin India

Broadly, research on gigork in India focuses odiscussinghe impact of digitdly mediated
work practices on the workersSurie & Koduganti (201@resent an early insight into calaling
platforms using &search fronthe city ofBengaluru. They show evideniteat Uber and Ola platforms
in their initial phase were attractive to drivers aeaperienced a form of income security. In early
years there is also a reported expectation that gigrk will lead tothe formalisation of the urban
workforce.

[ FGSNI NBaASHNOK 2y -work fatfdrmyslsho®sia wardenirlg yfRdndit@rss 3 A 3
Kashyap & Bhatia (2018howthat financial impacts unequal among taxdrivers and taxowners
They evidence that thpromised economic benefit is not realised for those who work as drivers in cabs
owned by othes, thus presenting a cultural divide in the impact of platfori@snilar research by
Prabhat et al(2019)on uber driversdemonstratethat gigwork is considerec way to fill gaps in
employment, with economic inclusion beindgumdamentalexpectation for the drivers. In this paper
the authorschallenge thaglobal North assumptions about freelancing work used to framengick by
showing that blue-collar work likecab-drivingsuffers a more profoundontrol exertedby platforms.

Much asKashyap & Bhatia (2018rabhat et al(2019)presentanintersectional view of gigvorkers
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with an interesting observation that lowered classes and castes arerepegsented irthe sectorbut
fail to explore further the unequal socconomic relations that this signals

Cabhailing platforms have a much larger focus among Indian empirical resédutterji &
Roy (2019presentd a rare platform perspective and positionddas an institutional transformation
of what they termthe 'organisational fieldof cabhaling platforms. Their analysis showcases the
complex connections of gigork platforms with multiple stakeholders and tities. There is alsa
limited evidence of how dataharing between platforms delivering digital payment and-babing
services impactthe livelihood of workers.

Other related literature focus on thiaformality of work and precarity of livelihood ured gig
work. Aneja & Shridhar (20193 a relevant work that calls out an asymmetry between workers and
customers on platforms thanirror existing work conditiong informal work From dabour practice
perspective they show that a precarious econonsimndition and connected uncertainty in the rhythm
of waorking hours directly affect workers' walking This is seen to beerformedby a spectrum of
surveillancemechanisms that afford differerontrolsto the gigwork platforms. Such an observation
agrees withwider literature on gigwork that presens precarityas inevitable under ptforms (Wood
et al 2019.

Yet another subset ofesearchshowcasehe experiencs of cultural and gender differences
Ay L gidedohoma! yintedsectionality of class, caste, age and gender plays an important role in
the workers experienceas Ghosh (2021klaimed, who studies women gigprkers across food
delivery, cakdriving, and domestivork platforms. They alsobserve dackof trust in gigworkers
and safety issuefor women playing out irdigitally mediated interactions between workers and
customers.Gupta (2020toncludeswith similar observationsen gender caste and clasdifferences.
Here again, an issud trust is raisedbut using an empiricastudy of gigworker women working as
beauticiansand maleup artigs. They presenthow algorithmic surveillance enactedrtugh profiles

and ratngs of workers becomessource of control and socialategorisation amonthe workers.

Anjal Anwar et al. (2021%tudies the experiencesf gigworker beauticiansadding to the
argument of surveillance and contnaithin platforms They argue that participation in gigork pits
existingsociccultural logis agains the surveillarce visibility affordedwithin digitalplatforms. This is
evidenceal as resulting imultiple forms of surveillance of algorithmicsurveillanceascontrol exerted
by platforms and aggenderedclassand aste contextualised surveillance enabled withintouser's
interactionwith workers. Interestindy, a third form of surveillance is presented wbrkersas women
fadng scrutiny from family, with the reasoning of ensurirgpfety. A smilar argumentis made by
Parwez & Ranjan (2020t framedby the charmges facecamongfood delivery workers during the
COVIBL19 pandemic.
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Another strandof literature questios the informality of gigwork andthe unique roleof
formalisation given to platformwithin the Indiancontext Tandon & Rathi (202&)guethat domestic
workersasintersecionally sulmrdinated workers find inclusion into platforneplicatingsome of the
sameinequalities as previous informal world similarnarrative of gigwork as aformalising force is
found inpolicy-oriented research Randolph et al. (201%ast the advent of gigvork platformsasa
unique opportunity to regulase informal labour. Thegrgue thatplatforms are away to centralise
economicand policy responsby capitalitng on the data generated withithe platform ecosystem.
Though thisconflation of platformisation with formalisation is cadleut to be a falsdlagby Tandon
& Rathi (2021)

Gurumuthry et al (2018nake a elated recommendationas part ofempiricalobservationof
digital platformsin India. Theypresentdataficationas transforming both economic participation and
affecting workers' rigrg within gigwork. They call for a fairgpath to inclusion byreaffirming data
rights of users witlm theseplatform contexts. This is reflected againy Kasliwal (2020)who calls for
a 'platform of platforms' that establish procedural rules to deliver fair experience to workers who enter
digital platforms.

The allied research on digital payment systeaspecialljthe Aadhaawerified use of Uified
Paymentinterface(UPasintegratedwithin gigwork platforms in Indiapresents thepotentialitiesof
financial inclusion.In this, Muralidhar et al. (2019)present thedirect experience of autaickshaw
driversas gigworkersunder Indian platformsusing digital paymeist They highlighthat a limitation
to financial inclusiorexists, asafforded by platform design features andlgorithmic practices of
pricing.These prioritise value creation for the platform rather than wargk(or even customersyhey
advocatea widerunderstandingof Hutonomy(as being needed for workers in engaging with digital
payments & a financiall inclusive technology. As it exs, workers are under close surveillance and
control of L I G F 2 NI Qthus haNattaning aOfdl gpassible benefit of a fairly implemented
paymentstechnology This is echoed byoshi et al. (2019yho argue that fiancial inclusion under
digital payment within a platform contexinust beas much about esbling 'bottom up process

performed atauser level even if is influenced bylatform designpolicyand governance from above.
2.3.Conceptualising Digital Platforms

Semming from the above broad review of relevant literature, this section synthesises a
substantiates 4 perspectives of digital platforms to which this research contributes. These are

presented as four related statements below.
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1 Perspective 1: Platforms as inhabiting a complex digital platform ecosystem.

1 Perspective 2: Platforms and their ecosystem as agents of datafication across governmental
and private contexts.

1 Perspective 3: Platforms and their ecosystem as sites of paradoxical surveillance and
inclusion.

1 Perspective 4: Platforms as acquiring a digtsociotechnological character in tgibal

South.

t SNAELISOGADPS M RSNAGSAE FNBY | Of SINJ 6aSyoSs
ecosystem and its impact on society. Existing literature sucMasiero & Arvidsson (2028nd
Masiero & Nicholsn (2020)casts Aadhaar as a digital identity platform, but does not extend their
analysis to the wider ecosystems the digital identity inhabits and influendasecosystem view sits
well with the call to examine digital platformis situ to clarify ther impact within studies of
information systems and ICT4Dg Reuver et al. 201Boskinen et al. 201$eeks 2020, Bonina et al.
2021). lIdentifying various stakeholders and technical entities in the immediate ecosystems can add
richness to the analysis dfgital platforms.

The construct of datafication further complicates the view of the platform ecosystem,
especially as digital identity by design are enablers of datafication. Datafication as a technological
process behaves differently than identification the global South sense. First, as discussed earlier,
identification enabled the state to watch citizens, identify and possibly categorise them for its own
needs. Emergent datafication, on the other hand, goes beyond to aflsalvementof nonstate
actors. Datafication as an inherently advanced technological process is built on strongppivatie
synergies, akyon (2014presented. Second, datafication further makes the proliferation of visibilities
across a networked environment easier as datavfl across and are sometimes available to many
secondary state and nestate entities, often unknown to the datsubject. This evolved nature of
surveillance creates asymmetries in power and result in ethical challenges which needs to be
addressedLyon (®14)calls for research engagement with understanding the ethics of-daten
surveillance and contextualising power within such a setup, essentially casting the individual as a data
subject. This bring us logicallyRerspective?.

Datafication as g@rocess in the global South has been linked to the involvement of private
corporate technology actors. Asylor & Broeders (201%pyesents, there is a transformation in how
governmental programs are set up. The staitizen engagement becomes increasindatadriven
using aspects like data analytics with the citizen here being treated implicitly as-audjézts. But as

seen in the reviewed literature, digital identity platforms andgigrk platforms are seemingly treated
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as nonintersecting entitiesWhereas in reality, Aadhaar as a digital identity beings the journey of
datafication for gigworkers. Similarly payments systems are involved with digital identity platforms
and gigwork platforms. These as potential daflaws are largely not acknowleddeby researchers
who usually focus on one platform. lesearchingdadhaar both Perspectivel andPerspective2 are
inter-related. Aadhaar as a governmental tool of surveillance overlaps with commerciabrig
platforms in how workers engage withem. By acknowledging this melding of the roles of citizen and
data-subject, this thesis seeks to explore the experience efwgikers as digital platforms users.

Perspective is also related to the call for a critical understanding of dataficationtlamdig
Data context, as has been repeated by multiple scholars in the last few e & Crawford 2012
Gangadharan 2012yon 2014Van Dijck 2014 uboff 2015Dalton et al. 201 Specifically, regarding
the role of data in the lives of the margiiised,Dalton et al. (2016gall for an ethnographic and thick
description of situational contexts. Mainly this addresses a specific lapse in the theorisation of
datafication within gigvork. Accounts of givork mainly address datafication as happeninighia
the gigwork platform. These research do not address how dgiaeratedby gigworkers during their
daily work and their datafied income processes become part of their-daven futures within the
platform ecosystem. This is an uneesearched ara within studies of platforms.

Yet another lacuna in research as giverPbyspectives is in unpicking the paradoxical notion
that platforms are both inclusive and extractive. The literature review presented can be framed by call
for theorisation byGan@dharan (2017). They argue for an analysis of the complex interaction
0SG6SSy AyOfdzaAizy FyR aAdz2NBSAtflIyOS 068 NBFSNBEYyOAY
Ay GGKS LRGSYGALFNffe KINNTddZ O2yaSl daf fod SsheRtdof ¢ KA &4 )
surveillance are conceptualised. A similar argument is ddaevick & boyd (2018ho call for a
GKS2NRA&AFGA2Y (GKIFG WAYO2NLRNIGS&a F 6ARSNI aSid 2F K
in relation to their everyday praceés. Prior analogous research baylor & Broeders (2015)as
similarly called for theorisation and a new ethical approach in understanding surveillance and Big Data
anchored in the global South. Quite relevant to this discussidb lisy 3 RK | NIwo®Ran O H 1 MH
understanding inclusion and surveillance as related concepts under the paradigm of BisjiRBtiag
marginalisatiorwithinthe! { ! @ { KS adza3Sada NXB=aSOiodeyolinclisios 2 S NI
underdatafication andseekii 2 | LILINE LINJAtbofi il reseBchityimdzgidalsafiéh contexts.

The other factor that scholars have highlighted as showrPésspectived is the need for
theorisation from the Global South view of datafication and Big Data strategiBaiA2012andArora
(2016) NHdzS= RFGFFAOFGAZ2Y FYR . A3 5Fil KI-AE2NESY
language in Global South, including in the media and government. In cases related to marginalised
populations especially, Big Data sees a lack of critical approactiesaiesation. While in the global

North, similar discussions are moving towards ideas of data and privacy protection, these datafication
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regimes in the margins of the global South occur in many countries in a vacuum of a natioral data
protection legal framework @Arora 201¢. This paves way for a strong potential of data led
discrimination and breach of ethics in using data. This has been acknowledged as an under researched
arena in recent scholarshiBfoeders et al. 201, Roth & LuczaRoesch 2018 Given the prevalence

of a rightshased development of datprotection laws like the European General Data Protection
RegulationRoth & LuczaRoesch 2018these authors call for a similar focus in the global South.

A similar academic engagement with asymmetirpower within a datafication setup has been
acknowledged by other author€ouldry& Powell (2014¥or instance argue that to understand the
a20ASdrt AYLFOG 2F . A3 5FGlIE wg2A0SaQ 2F |ttt ad
suggest hat the power and its asymmetry must be understood by engaging with practices of how the
powerless grapple with data and how datafication can advantage the powerful. This shines a light on
the need to understand daily experiences of data centring the osiof marginalised within
processes of datafication. Kennedy & Hill (2018) echoed this argument, with a call to contextualise
WEGSNB RIS Sy3L3svysSydqQ sAlK RAIAGHE (50Ky2f23A8a

2.4 Conclusion

The literaturereview presented in this chaptedentified four perspectives odigital platformsthat

need to be explored furtherFirst platforms are seen necessarily as sites of datafication and
surveillance, borne out in multiple ways. The state perfosonweillance through its digital capabilities
alongside monitoring, dataxtraction and control experienced under commercial digital platforms.
Secondly, platforms are also considered a necessary route to developmental benefits. Many platforms
are involvedwith financial inclusion, generation of employment or bettering income opportunities.
While the first perspective is primarily considered in the global North, the presence of digital platforms
in the global South, rather optimistically, attratche secad perspective. This disconnect is evident
also in the Indian empirical context. Research on Aadhaar ewgjik platforms does not reconcile
surveillance as a negative construct and inclusion through digital platforms as a beneficial necessity
for the maginalised populations. So, the task at hand for this thesis is to conceptualise surveillance,
its connection to datafication within digital platforms and then query how inclusion is performed
within this construct. The next chapter argues for a lensoaiad justice, presents its connection to

surveillance to make sense of the seemingly opposing roles played by digital platforms.
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3. THEORETICADUNDATION

The previous chapter detailed the varying perspectives on digital platforms that need to be addressed

in this research. These included apparent contradictory impacts of a sharp end of surveillance and a
OSYSTAOAIE 2dzi02YS 2F AyOfdzaAzy GAGKAY RAIAGI
starting point, considering the seeming paradoxuf/gillance and inclusion. The first section presents

and justifies using a data justice perspective that binds surveillance, datafication and social justice
concepts together. The second section seeks an understanding of surveillance by initially enghaging

a working definition of surveillance, then presents significant theories of surveillance relevant to the
research. Following thithe conceptoff A lj dzZA R & dzZNIBS A f € | y &udderstand hovy ( N2 R d.
digital identity and gigvork platformscan be conceptualised, how datafication is enacted, and to

discuss their social implications. The third section of this chapter conceptualises inclusion through

social justice lenga LISOA FAOF f &8 WIFHoy2NXIf 2dzaiA 0SThefingR RA & C
part of the chapter presents an overview of the theoretical foundations and the specific analytical

categories made available for research.
3.1A Data Justice Perspective

Qirveillance largely attracts concerns afegative consequeares such as disadvantage and
discrimination faced by the marginalisedultiple authors have discussed surveillance also under the
spectre of growing datafication as an ethical and a rights i¢sogd & Crawford 2012.yon 2014
Perhaps most relevantlyhe overarchitg construct of 'justicé captures these complex situations of
disadvantage antheorisesthe process by which these disadvantages can be overcdoreand by
the marginalisedThe idea ofdata justice as an emerging field of worktudying theimpacts of
dataficationprovidesan appropriate means to connect it to theory

Justice in this perspective is intimately connected to surveillaHeee injustice is persoria
when surveillance can lead to a potential negative consequersféewman (2015presents It starts
with individuals being surveilled at wqiy the stateand further by institutions like banksBut with
data accumulation and categorisati@nespecially under the Big Data paradigmultiple platforms
collect data increang the scope and range of surveillancEhemode of surveillance is then the
categorisation ofthe surveilled individualsUnder data justice, impacts of relevant surveillance
processes such adgorithmic profilingbiometric identification, commercial datdriventargeting and
other data misuse arall considered to understand their social implicatn

Three interpretations of datgustice have been given hjohnson (2014)Heeks & Renken
(2018)and Dencik et al. (2016)ohnson (2014has presented data justice &aformation justice by
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analysis surrounding the concept &8pen dat®d He argues lmadly on the position of data in
governance as disciplinary power and th& & disciplinary surveillance systémat seels open data

as a means of enforcemenhndividuals and institutions who go beyond the norm can be castigated by
reading into their pen data and by forcing the publication of such dathey seHiscipline themselves

in response to this judgement of the powerful state and thereby establish a pattern for justice and
injustices within the society.

Related to thisdata justice has beediscussed further bideeks & Renken (2018)hey present justice

under three perspectives derived from mainstream theoriesafialjustice

1 Instrumental data justice; which presents justice as means of fairness in use given the
instrumental value of da. Here the main focus is on the justifiable use of the data and the
outcomes of the use must not cause injustice. Here they fall back on JOBr{20t6) further
work on'information justice.

1 Procedural data justice this provides justice as fairnessthe procedures and processes of
handling data and by extension the decision and actions resulting from it, including both
human and technologhased elements.

9 Distributive data justiceg built on the fair distribution of data where justice is concegilised
from the 'rightsbased approach/ 2 Ny ¢ £ £ 3 b & Y GbeagdearSrdefine H 1 nn

right of data access, ownership and representation/inclusion.

Dencik et al. (2016)n the other hand squarely place data justice in relatiolstmveillance capalism
(Zuboff 2015 and datafication as a feature of it. They present justice here as a social justice and social
activism paradigm of ansurveillance activities. Theaieadingof justice is frameds anissue of rights
and engagement with the technady inherent to surveillance. Ultimatelthey call for acollective
movement to engage in pertinent datalated debates (Dencik et al. 2016pg. 10)as means to
achieve justice.

Further work on datgustice has been done Baylor (2017)n reconcilhg multiple aspects of
the above three theorisation. In understanding thariousideaswithin data justice across the three

models described aboy&aylor presents a need for an overall framework.

A framework is necessary, then, that can take into account the need to be
represented but also the possibility of the need to opt out of data collection or
processing, the need to preserve ds@utonomy with regard to datproducing
technologies and the eed to be protected from and to challenge datdven
discrimination. Taylor 2017 pg.8).

The three'pillars of such a framework as proposed arasibility, digital (dis)engagement and

countering datadriven discriminatioh

44



Data justice as a concepinderstood from the series of literature above presents some
engaging points fotonceptualisingurveillance and its dynamic relationship with inclusion. Mainly as
both Johnson (2014and Dencik et al. (2016)resent outright Heeks & Renken 201dludeto it),
surveillance is placed squarely in theorising the justice paradigm. More uséfaylior (2017has
extended this to includél K S O 2 yviSiBillti#i¥Xo 2irlerstand surveillance underdata justice
perspective Thework of Gangadharan (2012017)also suggestthe need to invokésocial justice
understand inclusion predicated on digital technology and'twenplexity of what participation and
incorporation into online worlds entail

A construct of marginalisation and inclusion is thugrapriate to social justiceAsPerlgut
(2011) explicitly observesunderstanding inclusion and exclusion under digital technololies/
become the major social justice challenge of our tiniéis has been acknowledged in understanding
broad notions oinclusion or exclusion in the light digital technology.For instanceEubanks (2011,
2014)consideredatop-down techne or digitalsolutionist view ofinclusionintimately connectedvith
social justiceMuch likeGangadharan (2012, 201@)her authors also call for considering inclusion
squarely within a framework of justice in relation to technological interventions and their impacts
(Coleman 2008Perlgut 201} Further calls exist tanderstand everyday routines through which

individuds engage with the digital nature of inclusion and its social impétisper 201Y.

The overarchingrgumentof relating inclusive outcomes using digital technology is favoured
by authors writing on datdustice even if they do not define inclusiatirectlyunder a justice viewpoint
(Taylor 2017 Heeks & Renken 2018 This can be seen where research using a data justice lens
subsuning aspects of marginalisation before inclusion and discrimination after surveillaote as
aspects ofjustice. This hints that while surveillance can be potentially oppressive, the resulting
visibilities of thandividualgo the state and norstate actorsare necessarto deliver inclusionAgenda
of these technologies presented mglusion or even as positive effdor the marginalised population
is acknowledged to have certain negative consequenties negative impact hereould be either by
absence of inclusion @dverse outcomesdue to the discriminatory nature of technologies unfair
exploitation of the datagenerated by users Similar points arereflected in works which cast
datafication as an issue of justid@gncik et al. 201,6raylor 2017Heeks & Ranken 20L&\ subset of
such texts deems that thele of surveillance requisgo be understood in dethunder a social justice
framing (Taylor 2017 Cinnamon 201} A summary of these many viewpoints can be found in
DI y 3 RKI Nlcall @acknowdedge in both practice amesearchthat:
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XaealdSYIFGAO dzaSa 27F ySg exclBdKgcaniuchhd Sa oAt ¢ C
LINEY20GS SljdzZtAde yR a20Alf 2dzaiA0SX wlyR 02
inclusion means in ways that anticipate when and where surveillance may
interfere with meaningful involvement in digitally mediated worldsafgadharan
2012 no pagination)

Heeding thisas agap in researctthis thesisseeks tapproachinclusionand its relation tesurveillance

andtechnologies of dataficationsing an overarching lens of social justice. The following sections of

this chapter pick uphis point by reviewing relevant theories to arrive at a set of analytical categories

as can be applied to research.
3.2Understanding Datafication and Surveillance

SUINBDSAEE I yOS A& oNRIFRfe& dzyRSNEG22R A ghayiSMya 2F W
2016). The construct of visibility here stands for gathering knowledge about certain groups of
individuals by those who undertake surveillanBeighenti 201). Surveillance in academic and popular
RA&A02dzNES I NB 2F(50a SMBRASYG SRNIF o H OGKRA RFQ YR NI az2Y
AyaidlyoSz | OFRSYAOa KIFI@S Yz2ald 2FiGSy Y2RStfSR ai
watching overs the citizen€aluya 201 The impact of this visibility need not be only oppressine

those being surveilled. Visibility of citizens to the state through governmental surveillance is deemed
necessary for the efficient provision of benefits. In the absence of this, the marginalised population

Oy FlLtf dzyRSNI I yHI deNDPRREAINBITE OFI A DANB Ddeff AX1 &2 Q 27
(Gilman & Green 2038Surveillance in society then has to balance mitigating harms from oppressive

exposure while increasing the effects of inclusive visibility.

Zuboff (2019),in discud8 A y3 WadzNIBBSAtE I yOS OFLAGEFEAAYQE L
contextualises visibility in contemporary surveillance. She claims that the core instrumentation of
AdzNIBSAT T yOS Ay RAIAGEE LI I GF2NVa NBax#g SIND A y. 2o/
Wiy26ft SRAISQ 2NJ GKS +OG 2F (y26Aiy3ar IyR (KS NBa
surveillance. Power emanates from the asymmetry of social relationships, between those subject to

surveillance and those who seek knowledge about érmsbjects Brighenti 201].

The recent academic thought on datafication adds to this surveillance construct in how power
and knowledge are reconstituted. The function of datafication is breaking down information related
to processes and people many timas acontextual pieces of datslgyerSchoenberger & Cukier
2013. This data is structured for analysis and interpreted as an act ofdifatan surveillance by those
who seek knowledge of the surveilled subje@adrejevic 2013 Concerns about surveilhce are only
intensified under such datafication, particulatdpnder Big Data (Lyon 2014yan Dijck (2014) argues

that with Big Data surveillance power is also wielded by private players as-pribtite synergies are
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routinely needed tocapture, storeand analyse humongous amounts of dafBhis shift into
datafication is marked by, in the wordslojon (2014 QFy AYONBIF ASR Ay G S3INI (A ;
O2YYSNDA It siyuahidd & hdrefcompléxSnadel of visibilities

Ultimately, the analytical use of visibility becomes a stantbr power and knowledge. Visibility has
been often used to understand the complex relationship of surveillance among citizens, consumers,
the state, and the market. Theility that dataficatn brings in performing multiple visibilities forms

the crux of how surveillance is understood in this theBig rest of this section engages with relevant
theories where surveillance is understood as performed through visibilities and by positioning

datafication as a construct within the discussion.

3.2.1. The Panopticon

UNBSAEE I yOST dzy RSNEG22R Fa WKASNI NOKAOFITQ @GA&aAO.
Marx 2019. ¢ KA a @ASS 2F ada2NBSAftfIlyOS | (iredaphOriused it KS WL
I OF RSYAO NB&aSIFNOKed ¢KS LIy2LGAO02y A& WSNBYe . Sy,
prisoners being monitored by an unseen guard but having clear visibility of the entire set of prisoners.

The name derived from Greek rootsWfLJl Y Q Y S| YAy 3 WIATIYQ Fley RVARAINDM G 2
portrays evefpresent visibility of a powerful watcher over the watched (Bemtham 179%or original

GSEGO® tIy2LIA02yQa RSaAady YI1S5a GKS GAaroArfAde
maximised through a planned arrangement of the prison structure. The watched are reduced to
behave as if they are under scrutiny algady an unseen watcher. The visibility of the prisoners to the

watcher is essentially unverifiable. This is cast as the panopticon's disciplinary power, forcing those

who are surveilled to selfiscipline and become docil€&luya 201D

Panopticon beaae possibly the significant modelling of surveillance, with the most influential
interpretation given by Michel Foucault Discipline and Punigfroucault 197Y. Foucault presented

panopticon as working :

X002 AYyRdz0S Ay GKS Ay ydmiagentlisibdity thal &Ssugs 02y & OA 2 dz
the automatic functioning of poweiFpucault 1977pg. 201).
In the panoptic view of society, surveillant scrutiny is placed on the undesirable population and
disciplinary power is wielded on them. Foudasdw achangey G KS a2 OAl f 2 NRSNJ dzy
& OK S Fouc@ult @97y where the fear of an oveseeing authority like the state stirs seliscipline

among the citizens.

Disciplinary power illustrated using the prison metaphor, was used to study other instituii@ns

armed forces, hospitals, factories and schools, and extended to wherever bounded governance is still
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applicable [gnatieff 198). Consequently, within information systems research, the panoptic framing
of surveillance was of interest to study comed organisational forms. This can be seen within
research on early enterprise computing and other aspects of technology infrastrucBloesr{field &
Vurdubakis 199/Kayas et al 200Q8In a similar veirgovernmental programs, like welfare surveillance
tKFdG ySOSaaaidl SR GKS Wiy2¢AayadQ 2F (GKS LR22N 6AGK
with a panoptic framingGilliom200D ® 9 aaSydAlff& F2NJ GKS 3I20SNYYSy
GKS adlriasS wasSSaQ (KSWRPRARRDIO1SA2 BNR 8z8J4  KER Az (
governmental mechanism to include them in society and econ@uaptf 1998.

Panopticon as a model for power tends to appear in academic analysis, in many cases merely
to signify a rather simplified view of i 2 LJ R2 6y Q adzNBSAff I yOS 2NJ 2F RA
supervision. This simplificatiosurfaces mainly in literature as multiple interpretations of the
panopticon qualified with a descriptive word in front of it. So, electronic panopticon, bigiteopticon
and biometric panopticon all existed with varying levels of analytical use. An example of this panoptic
metaphor was Breckenridge (2008) framing the South African national identification system as a

biometric panopticon.

The priso® metaphaical bounded nature is the limitation of the panoptic framing of
AdzNBSAtTE 1 yOS gKSYy |LILXASR (2 | KA3IKEe ySGoe2N)] SR
society where disciplinary power is performed as a carceral measure. This esaafpestiw the idea
that surveillance, especially in the datafied era, is expected to follow those who are surveilled even if
iKS& I NB Y20AtSd ¢KS SINIASNI SEFYLXS 2F . NBO1SyN
shows the dissonance between ofnility and panopticons carceral construct of surveillance.
Breckenridge (2008) NEdzSa GKIF G 0A2YSOUNARO ARSYUGAFAOFGAZY OF
allow movements of citizens across different parts of the society while continuing tatondhem.

Any noncarceral existence of individuals challenges the analytical use of the panoptioad 2016.
Foucault did not consider newer technologies, especially observed in consumer surveillance context

where the surveillance subjects are not fioed but allowed mobility to take part in within the market.

¢tKS gARSte I01y26fSRISR ONAGAIjdzS 2F GKS LI y2 LI
view of surveillanceBoyne 2000Wood 2.6). Advancing technological capabilities of datafimati
and networked technologies have introduced newer forms of surveillance. Docile subjects and one
way@A AAo0AfAGe T2 AL Ayald GSOKyz2t23ASa tA1S Y20AtS
Ay O2yaidlyld AydSNI Ol A 2eflércgVayidrlan@otdy of deZ004Bhiclh Aclivg Ff 2 4 ¢
LI NOHAOALI GA2Y YStya GKFEG GKS AYyUiSyRSR WR2OAf AGE

action in all surveillance situationsyon 201%. In the panoptic characterisation, surveillance is only
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intended to know information about the person. They are not part of the chain of communication as
the surveillance setup does not necessarily interact with the person and merely oversees. This is at
odds with the nature of contemporary communication teckogies, especially digital platforms where

users themselves as creators of content are actively involved as subjects of communication

3.2.2. Postpanoptic Surveillance

While the panoption is modelled as a bounded surveillance mechanism, advancements in
information technology brought in newer capabilities. Surveillance, as monitoring and tracking,
62N SR S@Sy 6KSYy |FTF2NRAY I YGeROIR iiwas tegessary tR A I A G |
dzy RSNB G F YR yR LIPAI® QG A dzNIDISA T £ | Qi AFA & O AdizyAdli2edzy (RISIRG (G
environment Boyne 200D A postpanoptic understanding of surveillance enabled by datafication is

of theoretical interest to this thesis.

An influential theorisation byHaggerty & Ericson (200@resents such a framework of
WA dZNBSATE Lyl FaaSyofl3SaQe 'y WwWraaSyoflasSqQ O02VYL
intangible, coming together functionally as a composite entity. In this case, they are information
systems elements of processeschnology, data, artefacts and people that enact surveillaBogérd
2006). This signals the move from a monolithic view of one powerful entity conducting surveillance to
distributed surveillance capabilities across an ecosystem. Under this metaphaletinents of the
aaSYofl3S NS O2yaARSNBR (2 06S OFLad Aydaz2z I aSNJ
or changes of the elements. Pgsinoptic surveillance is interested in controlling these flows, and
thus, disciplinary surveillance in thEnopticon is replaced with controHaggerty & Ericson 2000
Wood 2016 ® CKAA OSNEAZ2Y 2F O2yiGNREt ff26a TFT2N WwYzq
private, work and leisure, production and consumptidiai 2003, pg. 25/reflecting closethe nature

of datafied surveillance.

Haggerty & Ericson (200002 y OSLJidzr t AaS GKS LISNF2NXIyOS 27
f SPSttAYyIQ 2F &AdNDSAtEELFIyOSd 5F0lF ySGeg2Nylaz Ay Gl
many places instead oflaA y 3t S L2 6 SNF dzf KA SNI NOKA O f &G NHzO G dzNJ
to mean that surveillance is more egalitarian across the network, and previously exempt groups also
end up facing surveillance as it becomes more pervasheofl 201§. This presents a conceptual
conundrum. The idea of lewding provides a strong explanatory potential for contemporary
surveillance, but it also ostensibly democratises hierarchies inherent to surveillance as a social issue.
Not everyone in a digital networflaces the same kind or level of surveillanidér (2003)probes for
an answer to this and provides the explanation that the assemblage polarizes surveillance resulting in

WHEKS &AYdA (iFyS2da tSOSttAyd | YR & 2ehtioRbePartill (A 2y
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levelling and the play of a hierarchical surveillance power is essential for this thesis in studying the

experience of marginalised people undergoing unequal impacts of surveillance.

Haggerty & Ericson (200fdirther address the issuef data. They construct surveillance as being
0Sez2y

FOGSR 2y ROSRR2IIZNBRE {WENEIAT (I yOSQa Y208

and being enabled by data has been term®R | { | @ Svart Hjidk P05 The gerformance of

surveillant vigility is over this datadouble. Or asdaggerty & Ericson (2008rm it the datadouble

becomes

Xl GAradd tATAYI RSOAOS G(KFG ONRYyI&E Ayi?2

2L 1 dzS Ff26aX oF YR A a6ndividNR 8ndzinprige8of 2 ¥ |
LJdzNB A y T Haghertyi®AEEcgok 2000g. 611.

The surveillance of the datdouble though, does have tangible effects. Hisr (2003)put it, data

driven surveillance:

GdKS

y$s

R

C

X Oy 0SS dzyRSNEG22R | a4 QF WYEOKYEAANR AST (POXad

flesh/technology amalgamation comprised of pure information which is only then
redirected back towards the body for a multitude of reasqfier 2003 pg. 402).

This enables the reification of dathiven surveillance dependegty G KS A Y RA @A RdzZ £ Qa

the technological setup. The resultant control iscarporealized into impacting the individual.

Thus, datafication helps perform a diffused surveillance, with multiple watchers across the

network, and it also makesgsible selectively what was once opaque to both platforms and its users

(Hansen & Flyverbom 2016anesh 2016

Surveillance is then squarely placed in the realm of Big Data-doatale becomes here an

dzaSFdzA FylFrfe@iA0 BaNIERENRTOFR RBIIBTRSHNN 2V
FYR NBfFGA2YEAQ I YR K26 (i KAWood& Mondhar2050 Khé

interactions users undertake within platforms also become part of their data proflés{ &l®01% i

There is a mutuality of such visibilities between the watcher and the watched, especially as presented

by Adams (2013}hrough usergenerated content like rating and reviews, all becoming part of the

data-double. These datdoubles are composkof the many traces of data that are collected across

the network as a profileLeclercgvandelannoitte & Aroles 2020tying datafication and surveillance

inextricably together.

In information systems literature pogtanoptic framing has been invoked tmderstand

surveillance both at organisational and platform level of analysis. For instance, this is invdkead by

A
iKS R
dza S N&

etal. Q014R Yy a G dzReAY I WYIFAaaAGS Ydz GALX F @SN 2yEAyS 3T
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details and behavioural details and edly nonhuman elements such as online transactions and
financial data of purchases as a result of datafication have been subsumed in arRdmiey (2012)
suggests a similar approach by contextualising chi@reengagement with internebased
communi@tion systems using the pepanoptic theorisation to highlight the visibilities of the children
to each other and to parental authorities. Recent research orvgick platforms such as Uber and
Deliveroo, cast surveillance within these platforms as a pasioptic assemblageJdmil 2020
Woodcock 202)

This postpanoptic turn presented is instructive in -positioning datafication and surveillance. The
YSEG &aSOGAz2y 01y2¢6ftSRISA (KAa (KS2NAal GAQY | yR

as a product of surveillant visibility.

3.2.3. Visibilities of Liquid Surveillance

DavidLyon (2010¢xtends furtherthe postdr Yy 2 LJGA O FNJI YAy 3 2 F GadeNGGS At € | v
AG WEALAAR AdNDSAEEFyOSQd ¢ Kinga of DyBmylit (- NEYD (y QAT 65 dzMK
2013)thesis of ¥ f A |j dzA R ArlguRISnedérh (inle@stainding of society considers contemporary
y2GA2ya 2F Y2RSNyAalaGAzy G2 KIFI@S GNlIyaixlaraz2ySR
institutions, creatingstr®@ i dzZNB & 'y R LISNX I ySy O0Sz G2 éKIFG . FdzYly

{20A8G& A& Ay Oz2yaidlyd TFtdzEZ 2F o0SAy3a WAl dzsS
bounded bureaucracies. In this way, liquidity captures the conditions of constant souial
technological change within many digital contexts, offering specific ways to conceptualise platform
ecosystems. Below is a reading of the different constructs in liquid surveillance relating datafication
and inclusion to it. For this thesisquidity of surveillance as presentetlyon 2010Bauman & Lyon
2013 conceptualises technologies essential to identification, networks and flow of data inherent to
datafication. Further, readings of liquid modernity connect surveillance to work, consumption,

welfare, citizenship, and belonging in contemporary sociBgufnan, 2000Abrahamson 2004

Liquid modern society, in a nutshell, is one that has become more competitive, commercially
focussed and has a nevending pursuit of improvement.yon (2010and BazY | yRadman &Lyon
2013 ideation of liquid surveillance subsume dakidven surveillant visibility set within a digital
society. Adyon (2010summarises:
[AljdAR AdNBSAtEFyOS RSaONAROoSE ¢S8tt G2RIe&Qa
characterized byata-flows, mutating surveillance agencies and the targeting and
sorting of everyone.Liyon 2010pg. 325.
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This offers the possibility to study the rapidly evolving technologies of platforms, the performance of
datafication practices, and even their corte as a mutable subject (Bauman, 2000), especially
affecting how power and visibility are experienced under liquid surveillaBe&iman & Lyon (2013)
cast power under liquid modernity as pegsanoptical riding on deep and wide datisiven

surveillance

[In] the postpanoptical world of liquid modernity much of the personal
information vacuumed so vigorously by organizations is actually made available
by people using their cellphones, shopping in malls, travelling on vacation, being
entertained or surfinghe internet. We swipe our cards, repeat our postcodes and
show our ID routinely, automatically, willinglgguman & Lyon 2018g. 17

Thereby liquid surveillance becomes:
XTt SEA0E ST Y20AfSs &aSSLIAY3I FyR ighaiNBF RAYy3 Ay
only marginal swayBauman and Lyon 20183g.2).

[ AljdZARAGE (G(GKdza dzy RSNEG22R GAGKAY . FdzYlyQa O2NL

surveillance cast as a mode of visibility (see t@bldelow).

Facets of Liquid Surveillance and thexmanation

Banopticon:
Security apparatus that keep undesirable population out and allow desirable populat

Power is of providing inclusion or being left excluded.

Synopticon:
Marketing apparatus that attracts only the desirable population.

Power is of seduction to coax individuals into desirable behaviour.

Datadouble:
Result of profiling apparatus allowing extraction of data about individuals from val

O2 y i S E ( aggrégytibn as aidatibased profile.

Table3.1: Conceptsin Wiquid Surveillanc@
- as presented by Bauman & Lyon (2013)

These concepts are explained further and used below to conceptualise surveillance within digital
platforms. This scholarship also subsumes earlier theorisations of surveillance visibilities, which helps

define the surveillant construct of inclusion, as &imoin the following sections.
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3.2.3.1.Banopticon and Inclusion

Bauman & Lyon (201 3ortray liquid surveillance as a complex phenomenon where surveillance serves

two opposing objectives in societ®2 Y FAY SYSy i 02 NJ WFSYyOAy 3 A®QOu | yR
is derived from y A Y G SNLINBGF GA2Y 2 Bigol(2008)présghts laki 4 @eughyd I & -
I LILJF N>} Gdzad | SNB (GKS WwWolyQ RSTAySa | y2iirz2yltf o2
gFYyGiGSRE Ff2y3 gAGK W2 LINIORYX d&iS yRR ydaAl W2ING G2y 67

surveillance theorisation is crucial in understanding surveillant inclusion in contemporary society.

As a metaphor, banopticon inverts the enclosed disciplining nature of the panopticon and
considers modern surittance like identity cards and biometric identityyon 20@) as being one in

which:

XGKS (SOKy2ft23ASa 2F adz2NBSAtftlyO
who is free of surveillance, because of his profiiag¢ 2002pg. 82).

az2NI 2dzi ¢

So, as an irarse of the panopticon, those who are under confinement are not the undesirables, but
GKSe@ NS GKS RSAANIOfS 2ySa | OKASGAYy3a WAYyOf dzai 2
inclusion for those who are deemed worthy to enter and participatiéndigitally mediated society.

The banopticon comprises three elements making up the surveillance mechanisms presented
by Bigo (2014)First is the exceptionalism of powdry which rules brought about to define a condition
of exceptional control of th population is presented by the politics surrounding the need for a
banoptic gatekeepingijana 2012 For instance, the increase of security screening and surveillance in
international travel in the post 9/11 era of surveillance has been considered @pharsurveillance
with airports as the arena of exceptional rule and a political normalisation of constant high alert
situation Nagy 201% Specifically, in the case of biometric technologies, a need fopdiitical
identification provided is presenfe I & |y SEOSLIi A 2 yAjaha 200 This $hine2 NJ y SO
well with the erosion of the exceptional nature of biometric technology being a surveillance tool and
now becoming a minimum requirement for inclusion and exclusion, in case of citizeacinbe with

the state.

This exceptional rule manifests itself as a notional border of practices, rules, and processes
that separate the included and excluded groups, which becomes a permanent norm of sBaety (
2002. These present the policies whibecome the means by which inclusion and exclusion is-socio
politically defined and presented. The concept of banopticon is also of interest as it has been
instrumental in engaging with a variety of surveillance practices, especially with both notiodal bo
as described above and real borders in cases of marginalisation due to international and national

mobilities. This encompasses the understanding of marginality of citizenship claims, refugees or
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asylum seekers under securitisation of the state andadlgjua marginality due to urban or national

contestations Benam 2011Maestri & Hughers 201 Nagy 2016Woodling 2009.

The second element of the banopticon is the profiling and exclusion of certain categories of
individuals based on a potential for fuil undesirable behaviour undertaken under the visibility
LINE JARSR GKNRdZAK ARSYGATFAOIGAZ2Yy ® ¢ KVark 19Bfclag a 2y
ofly1SG &adaLAOAZY 2F | OFGS3I2NE 2F LIS2LX S & 0o
profiling of individuals from such a groupliér 2003. The banopticon is involved in analysing the
Adz2NDSAtf SR AYRAQDGARMZ f Qa LI ad oSKI@A2dzNI (2 | aadz 3
of suspicion and being determined as qualifiedptrticipate within the wider society becomes the

critical challenge for those marginalised and seeking inclusion.

Ly F RAIAGIE LIXTFTGF2NXET AGQa (GKS NBadZ G 2F F
categorical profiling and possible discriminatidn the absence of data protection and code for ethical
LIN) OGAOSas GKS&AS RIEGFFAOLFIGAZ2Y LINROSaasa wrkod |
discriminatory practices even when inclusion is being aimed for or achi®Nesgly (2015 Coercive

survdllance power can still apply to those who fail to qualify and cross the banoptic border.

Third, under the banopticon a normalisation of the desirable -egoluded categories is
dzy RSNI I {Sy® LYRAGARdzZ fa O2y(AydzSod KSWBIY § AWEal 2y,
narrative for these desirable group8i¢o 2014 Normalisation is the flip side of the same
exceptionalism defined by the banopticots Ajana (2018 y 2 GSad4 GKS RSTAYAGAZ2Y 2
basis of an exceptional rule but ifgesentation to the surveilled population justify the need for

exceptionalism through politics of normalisation.

The normalisation is also a function of the ban in the banopticon not equally affecting all of
the surveilled individualsSharma 200p Themeaning of the ban, the rules, and its expansion into
daily life is a complex multhyered and datafied phenomenon, affecting various sections of the
population differently and resulting in different meanings of exclusiéjarfa 2013, 2020 Those
excluded because of the ban can face more scrutiny by surveillance of the panoptic kind. Accessing
ARSYUGATAOFIGAZY LINRBYA&SA |y 2LILRNIdzyAde FT2N WwSyK
attractive to those marginalised by their fellow citizdng/ R G KS aGF GS RdzS G2 GKSA
(Bauman & Lyon 20)3 For example, in the case of contestation of belonging at a national border, the
SEOf dzaAazy | Oldz2 tfte tSIRa G2 wWOlFIYLAQ 2F FLAfSR |
(Maesti & Hughers 2010 @ . dzii (1 K2aS 6K2 SycdeSNlasgbshne adiffe@ent Wa e & d S

and positive enhanced visibility where documents and database can showcase their inclusion. A
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similar case of banoptic exclusion and visibility is discubsad NBX & dzf G Ay 3 Ay WIKSO

people in Europe biagy (2017)

Thus, the banopticon enables the inclusion of the desired group and collect information and
potential removal of aberration and undesirables as quickly as posdiiolgnge 200D Bo/ne further
y2GSa Fo2dzi AyOfdzaiazy & | FdzyOGAz2y 2F adz2NBSAf L

The prime function of surveillance in the contemporary era is border control. We
do not care who is out there or what they are doing. We want to see only those
who ae entitled to enter. Boyne 2000pg. 287%.

The normalisation efforts around the banopticon routinises its own need manifesting surveillance in

the daily lives of the surveilled individuals. As Bigo states about the banopticon:

Surveillance technologs, as well as attitudes towards constant monitoring of
activities, have shifted and greatly expanded to become routines of everyday life,
rather than exceptional practicesBifjo 2006pg.46.

Thereby, the ban protects the normalised existence of bothsthincluded as the preferred groups
and the excluded as the unwanted ones. Without the individual seeking surveillance and allowing the
datafication of their lives, work, past and current behaviours, and gauging the risk of their future non

compliance, iolusion cannot be achieved.

To be included in this complex web of visibilities, one needs to be inside the border set by the
OFy2LIIA02y® LG 0S02YSacaDod YdungdR {DEY) jebdd seliveillanbeS & LJ2 y & )
through a politicsof A NY' I t AalF GA2Y | & Ay RA @A RdBdurfsd fulthdepuidss A F

it about seeking visibility through the banopticon:

The gear for the assembly of DIY, mobile and portable, simpgleson miri
panopticons is of course commercially suppligds the wouldbe inmates who

bear responsibility for choosing and purchasing the gear, assembling it and putting
it into operation. Bauman & Lyon 2018g. 73.

The postpanopticismof visibility under liquid surveillance does not need the watcher being near the
adzNIBSAtEt SR AYRAGARdAzZ tad Ly FLFEOGX G2 YFAYyGrErAy |

cumbersomeBauman & Lyon 20)3

What mattered in Panopticon was that tipeople in charge were assumed always

G2 WoS GKSNBUI ySINbesx Ay (KPanGplHchli NBf f Ay 33
power-relations is that the people operating the levers of power on which the fate

of the less volatile partners in the relationship depercan at any moment escape

beyond reachinto sheer inaccessibilityBauman 2000pg. 11.
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Power is derived not by uncertainty of not knowing if you are being watched as in the panoptic
condition. Power is consequently derived from the fear of the sllegkindividual being caught in the
wrong place of not being seen when it is needBdyman & Lyon 20)}3But an asymmetry in visibility

still exists as the watcher does not need to be nearby. Visibilities are automated and datafied with
watchers across #network. The powerful watchers themselves can choose to be invisible, slip back,
YR SaoOl LS |G Lkyon@l¥ySyiQa y23A0S o

1a SIFOK 2F LI gz2lLyfiad2Wwy¥ Ry BEA&GAE Ay | ySis2N]

visibilities, the individual opts in tyas toopt in to create an individualised identity and build their own

means of surveillant visibilityThis selsurveillance pushes for a peganoptic visibility of control,

where an unbounded visibility enables mobility of the surveilled individuakarektends surveillance

throughout their daily life experiencéiaggerty 200D I £ A 6 & Surveiltance constantly follows

as the minipanopticon is in the form of technological artefacts like mobile phones, codes and
passwords, digital identitiemnd online profiles enabling mobility within the netwoBauman & Lyon

2013. All of this works to accumulate data as living under surveillance continues building up the

individual's profile as they continue to interact with the netwo@héritsis 2016

3.2.3.2.Synopticon and Seduction

WAGKAY fAljdZAR &dzZNBSAtEl yOSsS @A a&A Baundni®eyorh2013F dzNIi K S
Lyon 201% Based on | dzY | y Q d@eading of Thomaslathiesen (1997)elements of synoptic

surveillance act as a parallel and reciprocal system of control alongside its panoptic counterpart. The
synopticon here is a marketing apparatus aimed at a watching audience. So, synopticon is an idea of
GAAAOAT AR & PPHLIONGRY@RETAMNB R A@WSIZ F G SR a WYlLye &1
and has evolved alongside panopticism as Foucault presented, with opposing visibilities but in
WAYGAYFGS AYGSNI Otazy AGK SIOK 20KSNDO®

Mathiesen (1997priginally bases hisview & e y 2 LA O @A aA0Af AGE& -2y (GKS
mainly television, as it applied before the prevalence of the internet and online interaction. Mathiesen
OSYiNBa KA& FNBdzYSyid 2y GKS SI NI &gHaA YREBRIDOR yF s
minimal interactivity even when mentioning the internet. So, tasstructof synopticon is decidedly
2yS GKFG OFy WoNRFROIFaAGQ GKS GAaAAOAEAGASAE YR GK

who are watchers.

Thus the synopticon reverses the patiogconceptualisations as the powerful entity enacts its
own visibility (becoming the watched) to the multiple watchers. Relevantly for the era of digital
platforms, Bauman & Lyon (2013kcast the synoptic performance as the role of marketing in

attracting the most desirable to engage with the banopticon, and so get included. On the other hand,
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the state employs synopticon to normalise the exceptional power of the government to deploy

surveillanceBauman & Lyon 20)3

The surveillant power is also recastthe synoptic interpretation.titake a form of seduction of the

desirable subjects of surveillance:

One would expect a decline in the use of negative forms of panoptical surveillance
power over, and a shift to more positive regimes of power tquidly modern
organization can be expected to become less normalized, less hierarchical and less
tightly governed by surveillance and to display more signs of synoptical power to
supplement panoptical powerClegg & Baumeler 2010g. 15)

¢ KS WINESEIMIYASEAS 2 F  LI2 ¢ S NBntickryent érfd Seductiory'ta pditidipate iyf the a
visibility regime, replacing the panoptic disciplinary powsroh 2019. Power here results from the
simulation through datafication and profiling of those under catégpl suspicionHier 2003, and
through consumerist categorical seductiddogard 1996Bauman, 200 Individuals are reduced to
their data and digital representations by attracting them to voluntarily submit to datafication. Those
seeking inclusion froma position of marginalisation do not need to be seduced. They seek out this
datafication. But those who already are in a desirable position to be included still need to be datafied,

and thus enticed into the network of visibilities.

Veryrelevanty to 8 3AGFE LI FGF2NYaQ LR2oSNI A& |+ YSNB
(Bauman & Lyon 20)30ppressive power expected sthte surveillancever the citizens is replaced

by what Bauman presents in earlier work as pawer

X0& aSRdzO0 A 2y d)waves2ruleN et liGedl wailk decides its dhhpe

and contents. Bauman 2000pg. 159.
As a consequence of such synoptic seductive visibility, the surveilled individual as a citizen or a
consumer is lulled into handing over data required, in an impligu@gption that the information
collected is being used for their benefliyon 2019. This datafication makes them susceptible to
multiple watchers. Individuals need to participate is cultivated actively by the platforms, and they give

in to the consumerisseduction :

Our marketdeployed surveillance assumes that manipulation of choice (through
seduction, not coercion) is the surest way to clear the offers through demand. The
willing, nay enthusiastic, cooperation of the manipulated is the paramount
resour@ deployed by the synopticons of consumer marketBaufnan & Lyon
2013,pg. 114.

Synopticon and its visibilities here are of multiple kinds. Public relations techniques of both

government and its partners lend credence to the surveillance. The celepalkespersons and
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politicians help spread the messadéathiesen 199Y. Also, traditional and social media increasingly

play a crucial part in reinforcing messages. In digital platforms, this synoptic power is seen to gamify

and nudge its users showing rawds and ratings that are attractiv€@rnberg & Uitermark 2090Even

if the handing over of data occurs voluntarily, there is a guise of convenience attached. Individuals are
marketed conveniences of swiftness and instantaneity, but only if personaligiatzbmitted for an
individualised and customised experience. This, in its essence, is the main consumer expectation from
atechnologff SRAI G SR GNIyal OlAz2ys F2N¥YAY3A |y SLALKSyYy2Y
(Andrejevic 200/Pridmore & Lyon 2Ql). This pursuit of convenience can extend to the point of being

a manipulation under the practices of digital platform surveillarigartnody & Zwick 2020

Bauman argues that thus seduction accompanies an irrationality of the consuamdpting
0KS WLINBRAOFYSY(GQ 2F + ANRgAYy3d YySSR FT2NJ RAIAGI §
a real choice Abrahamson, 2004 This notion of irrationality finds a place in information systems
NE&SINDK Ayidz2 (K3 NORp@SHdpancy Hetwednibdhadrhsthad handing over
personal data versus the actual action of handing over dAtigs6n & Valacich 201Barth & De Jong
2017. The consumer's choice is irritational in that the data is handed over in the absence of
information of actual benefit and data protectiokVilson & Valacich (2012pecifically also discuss
the link of the irrationality of providing personal information, even with just a perceived benefit of
immediate convenience. Here again, asymmetry sibility comes into play as the synoptic promotion
Oy 0SS OdzaNY GSR G2 akKz2g LRaAGAGBSE FYyR y2i GKS N3
this process of datafication and its intended use remains opaque to the individual, especially as more

private players get involve@(boff 2013.

3.2.3.3.Datadouble and Fragmentation

Qurveillance and datafication are performed by the concert of the banopticon and the synopticon as

shown above. These play out in daily life and livelihoods in specific waysiquithty performing a

WFNI IYSYGlFaA2yQ 2F a20A1 t Swpldsl20R Bhy tagenddtionloff R a2 O
institutions begins with the need for flexibility of governmental institutions where increasing
privatisation and marketisation oflements of an erstwhile monolithic state become decentralised

and diffused across private sectoBagiman & Lyon 20}3

Fragmentation is seen to be performed in three wayly digitally intermediated social
relationships, the shortermism of institutiors, and a breaking down of human contexts as a-data
double. Helped by digital technology, there is an extreme individualisation of both lives and work
without a need or opportunity to develop social bonds with othéBsfman 2018 This is perhaps

most demastrated in gigwork platforms where the workers are individualised and cast outside any

58



traditional employeremployee relationship. Inthe praxis of gigvork and digital platforms,

SyLiX 2eyS8Syid Aa F3aIAtS FyR dzaSa T IAYHRASAISY RiSlyaiDdzNd2 dNg |
(Richter & Richter 2020There is increasing commodification of labour under platforms and results in
workers' disembeddedness from employment and social protectitallds & Schor 2020Whereas
WY2RSNYQ AYAalATdzySyYE Il RYBIRoR2 WIGWENI yR FAEAGEZ U
rapidity, and flexibility.

Very relevantly, contemporary digital platforms afford flexibility to both capital and labour. As
Abrahamson (2004ndClegg & Baumeler (201p)esent, ligudity can allow for a mobile capital and
peripatetic labour. This flexibility stems from the fragmentation afforded when workers are managed
as unconnected individuals working on atomised tasks. Fragmentation is also evident globally, where
digital platfoy 8 Q OF LIA G I f A &ernyidvéstmént & Rvenize heresation Drategies like
0 KS A Nandho2NRIGIND Y 2 R S N)Yisurdehaley/all S00d itkuifidd donétisation practices
form the financial basis for digital platforms. Data collectenirfrepisodic digital transactions of
individuals on these platforms are aggregated and extracted for their monetary value. Labour within
digital platforms equally has shed employment as a {@mgh endeavour and is cast as-demand
and justin-time gigwork (De Stefano 2005 Consequently, where solid modernity was of routinization
and stability, a premium is placed on flexibility in the liquid modern times and resulting in uncertainty

for workers.

Datafication also adds to fragmentation of surveiled@di Rdz t Q& A RSy dAde I a
data-double. Under overlapping private and public contexts, there is a blurring of identities. There is a
predominance of a hybri? OA DR Y &YWzY SND A RSy dAdGe FaaArdyddvien (2 GK?
surveillancglLammi & Pantzar 2009® CKA& A& FdzNIKSNJ O2YLX AOFGSR ¢
GKSNBE dzaSNBR aGNIRRfS NRtSa 2F 0SAyBuwrddO@ckhd®tSNE > L
2017). Users can even become-icmovators within a digital plérm (Charitsis 2016 These roles
complicate how these individuals experience surveillance and what they expect from platforms

themselves.

Digital platforms performance of datafication through synoptic persuasion is also related to
creating multiple dta-driven user identities. Synoptic surveillance becomes key to their operation, as

platforms:

softly persuade users towards models of normalized behavior and identity
through the constant redefinition of categories of identity. If a certain set of
categories ceases to effectively regulate, another set can quickly be reassigned to
a user, providing a seemingly seamless experience online that still exerts a force
over who that user isGheneyLippold 2011pg. 177.
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The fragmentation of contexts and identities through datafication is in fact the very crux of the creation
ofadataR2 dzof S® { dZNBSAt I yi @GAaAOAtAGE A& y2G az2dAaAK
RAGARdAzZ £ Q YSI yA yddublkiytheladualdrdnsidm$ation df iSsedingly-whole into

I RI GF FA JiResol&RiagiserR@i4). Tifks dividual, meaning a fragmented representation,

becomes the focus of platforms datallection, analysis and algorithmic computation.

The seemingly fixed identity of theuman individuals is liquified into the many actions of
datafication that users themselves participated in, once coaxed or coercedyroimg footprint of

data renders visibility of the individuals more and more indirectly :

Not only are many relatiotéps of a tertiary nature, where interactions occur
between persons who never meet in the flesh, many are even of a quaternary
character, between persons and machings/gn 2003pg. 145.

As the data flows through the platform and its ecosystem, there is increasing acontextual visibility to
many more actors acting as watcherdé\s Trottier & Lyon (2012put it in the context of online

interactions:

Liguid surveillance facilitates particijpay surveillance and online sociality. Yet it

also enables data commodification and other types of lesgale scrutiny. Identity

becomes more liquid as a result of ubiquitous opportunities for speaking about

one's self as well as about one's peers. Thitgypically fuelled by participatory

motives, but also enhances other kinds of online surveillantenttfer & Lyon

2012,pg. 93.
Sharing, connectivity and a desire to be seen within the society, all mediated by digital technology, is
indeed the nature2 ¥ AYGSNI OGA2Y Ay . lLdzYtyQa fAldzSTASR g2

networks and the sharing of data as identity and profilee Hert 2012

As datafication grows, datdriven identity is still under scrutiny across the netwdvaéiero
& Bailur 202). But the meaning of what identity means will change as it is built on accumulated data
traces recombined as profiles. Themombinationof data across digital platform ecosystems is
undertaken as and#lgorithmic identification and categ@ation(Cinnamon 201} The algorithmic
OK2A0S& IINB YIRS o6& LIXIFOF2N¥ya o0& ¢gKAOK dzaSNARQ R
otherdatali NI OS&a O2Yo0AYyS (23SGKSNIAY | gleé& GKIFIG Aa KSf
(Cheng-Lippold 201}. These identities are ephemeral, relative and hybrid. What user sees of
themselves through their datdriven identity is algorithmically dictated and in the control of
platforms.! & GKS dzaSNRa Sy 3IF3ASYSyd ¢-Arived idddity villlFaBdNX a Ay
change over time. The identity they experience will also be different from the categorisation assigned

to them as seen by those they interact digitally within the platform. These multiple categorisations
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exist simultaneously. Uthately the datafied identity itself becomes liquid, without a specific defined

stable form.

In summary, practices of surveillance have a direct bearing on individuals seeking participation
with a digital platform context. The ideas introduced here, quill surveillance, can subsume
AdNDSAE I yOSQa az20Alt TFdzyOlrazy a WAyOtdaAzyQ
conceptualisation of liquid surveillance inclusion is sought under the aegis of banopticon, supported
by the synopticon and pesfmed by datafied identities. These multiple modes of visibilities become
analytical categories with which to query inclusion. These ideas are extended further in the next

section, positioning inclusion as an issue of social justice and demonstratitigkthe surveillance.
3.3.Understanding Inclusion

There are multiple scholarly perspectives on inclusion, both as a concept and studied as a benefit of
digital technology. This section introduces a few of these critical perspectives to position a socel justi

view of inclusion.

The definition of social inclusion, specifically under governmental efforts, is presented as a
WILR AAGADS GAaA2Yy Qs aSS1Ay3 F2NJ | f {BedRAY Thsya Y
understanding of inclusionwitW LJr NI A OA LI GA2y Q G AGa O2NB Aa TF2dzy
GKSY WAYyOfdzaAz2yQ AGaStT A& y2id RANBOGfE& RSFAYSRO
deem social inclusion squarely as a complex aspect of participationnoméowork, cultural life, and

a political voice in their daily lives (sBeard 2012

' YRSNJ §KS NBIAYS 2F RAIAGEIE GSOKy2t23ASaz wLI
Warschauer (20048 y Tl Y2dza OF t £ T 20Tk and tdaRBiriclysiHn a¥ & @e@rs f A
2F WFdzt £ LI NIAOALIN GA2Y Q Mogsbeigir 8t ald(2008ktSniiadl this RS R 0 &
of participation becoming central to the definition of belonging in the community. They further term
WRAJANITESY XORMALIQ &4 NBFSNNAY3I (G2 LI NIAOALNF GAZ2Y AY
GKS F20SNYYSyhalf LINROSaa 2F o0SAy3a AyOf dzZRSR® ¢KAaA
RAAO0dzaaA2y 2F WTAYIl y OA htd theinditdfredri dc@nghty ardl | intimi&t&ly Y | NJA
connected with governmental and private programs of inclusion. This can be seen in research
02y OSLJidzr t AdAy3a WRSESE 2 LNBENDRS | OOSASNIIE NRBRdkdi X 2
as an abilitya participate freely in the economghibba 20095arma & Pais 201llagna & Ravishankar
2021).

Developments in recent research add nuance to the understanding of inclusion, challenging the

dominant idea that digital participation being always benefitiahose includedSchelenz & Pawelec
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(2021)critique that developmental impacts expected out of ICTs essentially take a neoliberal stance
aimed for innovation or efficiency improvement. This is particularly seen in outcomes of inclusion that
claim financl gain or promise universal participation to the socioeconomically marginalised
populations. In a similar early critique that still rings trReterse (20104rgues that digital technology
deployments mainly espouse a capitalist logic seeking to exparélets and plot a path of financial

progress, whilesidelining any inclusion or development in other n@tonomic domains .

In seeking to understand inclusion, this thesis pick on this thread of participation as it applies to
digital platforms. As d8dza 8 SR SIFNX ASNJ Ay (GKAa OKIFLIWGSNI I Sy
appropriate to conceptualise inclusion within digital platforms. This is further connected to
understanding inclusion as a holistic idea of participation. Here N@ngyt & S NI2808, ®013) n n =
engaging argument of complex tripartite participation as justice is made central to the research
FTNIYSG2N] & . & dhddesfdthiSedticn Sraldd én agagdeMit [Eerature on surveillance
that shares a common strand with the thésation of social justice to demonstrate how inclusion can

be understood within digital platform contexts.
331 LyOfdzaAA2Y & WtlFINRGE 2F t I NIOAOALI GA2YQ

Fraser (2000)presents a vision of inclusion understood as the ability to freely, justly and equitably

partichA LJr 6 S Ay a20ASideo Ly GKA& O@GASgsE a20Alf 2dzada
2 F LJ NI Fr@skrl2D0B She ge@s edonomy, culture and politics as interconnected and equal
domains of society; and the access and participatidhése domains unhindered by any factors is the

true definition of social justice. Following on from this, she presents three dimensions of justice as

economic redistribution, cultural recognition and political representatierager 2009a

Using the thre dimensiondraser (2008RSLJA Olia 'y SNI 2F WIoy2NXYI f
Wy 2NXIFEQ 2dzZAGA0Sd 'y Foy2NXYIEE @ASg 2F 2dzaiA0S Aa
I 3dzAiaS 2F a0l yRINR RSTFAYA(GAZ2YBDS2FTYBHAOAOKSAROI
LINEOS&aa 2F 2dzaiAdsS g2NJad ¢KS 6KIFIGE K2 FyR K2
contestation and claims for justice work under the assumption that every participant agrees with the
prevalent definition of these mies. A need for an abnormal view of justice emanates when the very
definitions of the nodes are unjust and needs to be challengedFfamer (2008)accepting a normal

discourse of justice rests on the suppression of any dissent. In her words:

one may well suspect that [normal justice] rests on the suppression or
marginalization of those who dissent from the reigning consensuasér 2008,

pg. 294.
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CNI} AaSNJ AYOUNRRdzOS& | yY2NXIFGADBS LINAYOALX S 2F WLI NA
Under this principle:
X2dzaiGAOS NBIldANBaE a20Alf FNNIy3aSySyida GKI G
social life (Fraser 2008pg. 405.
This parity establishes common understanding of critical elements of jusfiicen by the nodes of
WgKI QX WeK2QY YR WK26Q 2F 2dzZ&AGA0S® hF¥ NBf SOl yC
society, this parity is not present, and it is shtigrhe path to social justice then is in doing away with

barriers to achieving parity :

On the view of justice as participatory parity, overcoming injustice means
dismantling institutionalized obstacles that prevent some people from
participating on a pawith others, as full partners in social interactiofrraser
2013,pg. 164.

'YRSNIJ Foy2N)YLI§ 2dzaiA0S: (KS WgKIGQ 2F GKS 2«
conceptualisation of justice with multiple meanings emerdeaser (2008presents the ingrsion as

three societal injustices describing abnormal justice (see taf@eelow).

Facets oW! 0 y 2 NI | &nd théilzaxplan&isnQ

Parity of Participation:
Overcoming injustice across the three below dimensions preventing individuals

participating on par with others as full partners in social interactions.

Maldistribution:
Economic injustice due to the denial of financial or economic resources. Manifeg

subordination due tdower income, wealtlor access to other financial resources.

Misrecognition:
Cultural injustice due to unfair hierarchies of cultural value. Manifests as the subordinat

social standindpased orcultural markers such as gender or caste.

Misrepresentation:
Political injustice due to the denial of equal voice in public deliberations and demo
decision making. Manifests as subordination in access to procedural or legal recourse.

Table3.2Yy | NB@ASg 2F 02y OSLIia Ay W oy2NX¥I-
- as presented by fFser (2008).

Maldistribution is the injustice concerned with the economic domain where the distribution of
resources is unequal. The absence of parity in the economic domain like-iltsoene, wealth, or
other financial value markers will define an econongiass structure based inequality in society.

Misrecognition, which is the injustice within the cultural domain of existence conceptualises respect
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or esteem being unequal due to embedded cultural hierarchies. The absence of parity in this domain
createsan unfair hierarchical order in social standing, with individuals or groups being despised and
discriminated against due to cultural markers such as gender or caste. Misrepresentation refers to the
injustice in the political domain where participation withthe politicospatial society is unequal. The

absence of parity in this domain creates political voicelessness unable to access democratic

institutions.

Thus the three dimensions of participatory pargtyas redistribution, recognition and representatio
model inequalities inherent in societyWithin the debate of surveillance, this presents a possibility to
dzy RSNRGF YR Ay Of dza A 2 y ¢ df iadividials bhekdiable 8 Particiflatdl Bohi@oly LI ( A 2

across economic, cultural and political daims.AsFraser (2007presents:

each of the three dimensions (economic, cultural, and political) identifies a
fundamental, irreducible dimension of social power. Corresponding to a
distinctive mode of subordination and genre of injustice, each picksawoutrder

of power asymmetry that poses a distinctive type of obstacle to parity of
participation.(Fraser 2007pg. 333.

Understanding these three dimensions and corresponding modes of subordination deepens the
engagement with marginalisation. Discussi@n marginalisation and participation has to address the
undercurrent of domination and subordination between the actors invol\giddh & Flyverbom 2016

A dominant group defining the framework of participation tends to prioritise their own advantadje an
causes conditions for neparticipation or discrimination for subordinated groups. This applies to many

contexts, as-uchs (2021discusses:

Exclusion is a process through which domination operates. Marginalization is the

result of domination: one groupas disadvantages, while another one benefits.

Domination operates through a variety of processes and structures, including

exclusion, the state, the law, surveillance, violence, warfare, and rifesh$

2021,n0 pagination.
Picking up on these ideas to understand the link of inclusion to surveillance the following sections will
discuss the dimensions of participation in relation to surveillance and datafication as theorised earlier.
The discussion is structuredtoconsidéi G A | £ £ & (KS WRAOK2:G2Y&Q 2F WNB
was first conceptualised Hyraser (1995) within the dimensions to achieve participatory parity. This

will be followed by discussion of representation as the third dimension to add fucti@ext.

3.3.2. Redistribution and Recognition

Qurveillance as a process in which marginalised populations seek participation into the wider society
can beunderstoodr & | Fdzy Ol A 2 Brigiedti 200 0L300 20T6§ Mdluién iLrecdgnition
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is coherem with C NJ & S NIa&ggument giving a research framing that can explore the complex
outcome of participationBauman (20013 lj dzl NSt & LJ I 0Sa WNBO23aAyAGA2YQ |
0St2y3AAy3a GAGKAY a2 O0A S (-@demagripNiR ddzdit. Mbrgovediy ilderd A R dzl £ ¢
literature recognition as a socjoolitical construct is intertwined with issues of inclusion &
marginalisation Taylor 1997Lister 2004, visibilities & surveillancétighenti 2010Boellstorff 2013

Lyon 201% and ofcourse, as part of social justidergser 2000

In discussions of liquid surveillance, recognitieplaced squarely in its surveillant context.
FromreadingBauman & Lyon (2013} becomes clear thahe mode of surveillance beskemplifying
NBEO23yAilArzy az20Altté Aa&a GKS Woly2LIA02yQd 9ELIM 2
two aspects of surveillance are relevant heeSa i 6 f AaKAYy3d 2ySQa ARSyGAGe
category as being included or excluded. Thisa® & Y2y a i NJ} GAy3 ARSyGAGEe | yR
LRaAlAZ2Y 6AGKAY GKS a2 OA S eTayldk1997BrigHe@iPo10A&yW0E NE& ( 2 2 R
(1997),in the same line of theorisation &aser (2008presents that there is a need to be recoggd
in the society as a citizen, resident, consumer or any other social role one plays. This role hinges on
RSTAYAY3I 2ySQa ARSyGAGEYI LINPOARAY3I GKSANI LISSNE |
At its core, this definition of identity is e social function identification, and datafication technologies

are expected to play.

The role of recognition can be read particularly in the worlBafiman & Lyon (2013yhen they

position it as an act of inclusion, as a solution for marginalisatioraarzking subject to surveillance

by banoptic visibility
¢CKS LINRPYAAS 2F SyKIYyOSR @AaArAoAfAGes GKS LIN
everybody to see and everybody to notice, chimes well with the most avidly
sogght proof of social recognition, and theredoof valued¢ WY S+ y Acy 3 F dzf Q
SEAAGSYOSX Ww¢KAA GPAaAroArAftAde g2NJa | a Fye Iy
as well as a potent way to keep the threat of eviction away; indeed, it is a

temptation few practitioners of admittedly precarious socialstence will feel
strong enough to resis{Bauman & Lyon 2018g. 26 .

Technologies like digital identity and dgteofiles as banopticon inherently work as gateways to
digitally mediated transactions and interactioA. similar adoption is seen in redeworks where
scholars employ recognition to understand the place of individuals within a platform context. For
instance,Faccennini (2021)ses recognition to showcase how social media develops digital self
identity. A similar approach byisser & Arnold (2023laces recognition at the heart of gigorkers

experiences in negotiating digitally mediated work.

Further theorisation places viglity through recognition in the context of inclusioBrighenti
(2010002 Yy aARSNJ 0KIFG Yy WAYRAGARdZ £ NBO23AYyAGA2YQ Aa
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This mirrorsC NI & S NXéonstauet ofrgecdgnition as the pursuit by the minadti and the
marginalised to claim their social identity to participate in society. Similatite regimes of
identification, including the use of identity cards, technological artefacts (like smart cards), and digital
artefacts (like biometrics oridenit y dzY o SNRO F NB | LILJX ASR (2 WLINROSQ

presents their self as a uniguecognisable entity to the state, market and wider sociétjpfia 202

There are certain assumptions th&taser (2000rhallenges in engaging witlegognition
which is of interest to this discussion. The predominant vieweobgnition as a function of the state
Oly26ft SRIAYI AlGad addzoeSO0dGa KIFa 0SSyt dgRS NR wIKE SO G
4 GKS Wa i Ndz3 HorBethALOBITapds 1997 Brylskr RG0R Th@ sodal identity of the
Watlr@dSQ oNBFIR a I OAGAT Syov A& LINBRAOFGSR az2f St ¢
Both the citizen and the state here arrive atamutdids O2 3y A G A 2 Y o | th&rbdiRded? (i K S N
masterslave relationshipliash and Featherstone 200 aser 2000 Fraser challenges the master role
of the state or any powerful institution. Recognition in the Hegelian view is guaranteeing the identity
of the individual as a ci@n or the acceptance of the individuals belonging to a group. The negation of
recognition is the absence of being acknowledged a position in societiFr&aar (2000)resents that
justice must be about overcoming dominant cultural values already insthipp@owerful institutions,
like when states depreciate the status of particular groups of people. Recognition as the cultural
dimension of social justice then achieves parity to participate by overcoming extant misrecognition
RdzS G2 waz2 OAdfindivildds id ddBtekyy | G A 2y Q

CitingFraser (1999dn the idea of an inclusive recognition as a dimension of social justice,
Bauman (2001)i SNXya NBO23ayAlA2y & KI@Ay3a Y20SR 1 glF& FI
atl gSQ O2yaidNUzOG tysrécSgNiFes the phdriess NIF isizhot tikeyoilli mode of
recognition that exists as Bauman @auman & Lyon 20)3presents. This is connected to the
deterritorialization of surveillance under liquid modern conditions. The bounded nature of surveillance
asa top-down monolithic state function has transitioned to a fragmented surveillance into unbounded
means with both state and private actors to from a mditiectional network Similarly Bauman (2001)
bases his view of recognition citikgaser (1999)in earlier work presenting a deterritorialization of

recognition itself.

Here recognition is not anymore, only within the bounded mastawe relationship of a
powerful state as master in a ghamdtake relationship of recognition. A fragmentation undeuid
modern conditions occurs, helped by networked technology and consumerism. The primacy of the
state as the master providing indubitable recognition has transformed with the involvement of private

actors like corporates and citizen peers acting as tlo@iders of recognition. Terming this change as
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0KS WANBIG 61N 2F NBO23IyAuA2YyQ gKSNB GKS waildNUz3
YFaGSNE o0dzi GKS Wgl NR A& TashNandERaesStght Z00Ry @RS WWI
in this is to signify that recognition too is a mudtrectional social recognition sought by citizen

interactions within the society.

Ultimately, an individual's belonging and citizenship are a result of being recognised not only
08 GKS & bhdvedS 0WHNRIV a2 o0& GKS Reyl Yoihatds, ® Socidl5 02 3y )
recognition across peersStepputat 2004 This framing of recognition sits comfortably within the
function of liquid surveillance as involving multiple visibilities. Masltdatafication and surveillance
fragment humans as dataflows, it fragments their ability to seek recognition into one solid identity.

They are in the liquid process of seeking recognition fragmented across their social relationships.

Fraser (2000eems K I & I FNBSadlFyRAYy3a WOdz (dzNIF £ Q O2y 0OSl1
economic component of participation, of seeking fair redistribution of resouraw distributive
justice.Further,Fraser(2000 argues that identity is shaped by recognitionits absence within the
society having direct noeaultural social impact; and as has been observed, these impacts are
manifested in economic terms in many cases of marginalisation. This can be further contextualised
to understand link of surveillandey R 2dza G A OSxX GKS O2yySOiGAzy (2 G(KS

inclusion and exclusion.

Under liquid modern condition Bauman presents that the difference between the included
and the excluded are mainly in consumerist dimension. The banopticatifiss society according to
individuals consumerist abilityBauman & Lyon 2018® ¢tKS AyOfdzZRSR | & WaSHF
consumers able to participate in the economy effectively and are on the right side of the banopticon.
¢KS SEOf dZRSR @ NJ NK ST WUNBIRBAABRIZYSNE FFOAy3a O2yai
D bdzYFyQa SENIASNI g2NJa Ffa2 RAaOdzaa aiYat2iiNoa 2 OA
(Davis 2008Crone 2008

CN} aSNIOXKSE@MNAAY A2y 20SNI LA gAGK GKS ARSEF 27
are excluded mainly on economic termBauman (2001)OA GSa CNJ} aSNRa 02y O0SL
recognition entwinement with redistributiomnder social justiceand argueghat the gdight of the
SEOf dZRSR WwaSS1SNa 2F NBO23yAriAazyQ ySSRa (2 0S5 dz
participation. He denies that there is no clear automatic cultural belonging as a citizen, and calls for an
engagement into economic particif)an as consumers. This echoes the main focus of Fraser in
LINBaSydAy3a SO2y2YAO NBRAAGNRAROGdziAZ2Y | yR Odz G dzNT €
economic subordination as a barrier to justiceaisobjective condition, framed by intersubjective

prejudicial cultural subordination due to:
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Xinstitutionalized norms that systemically depreciate some categories of people
and the qualities associated with them (Fra2609, p.79).

Elsewhere she says:

Cultural norms that are unfairly biased against soame institutionalized in the

state and the economy; meanwhile, economic disadvantage impedes equal

participation in the making of culture, in public spheres and in everyday life. The

result is often a vicious circle of cultural and economic subordinatieraser

2020,pg. 73.
Fraser (2008)onsiders inevitable the entwinement of the cultural and economic mode of participation
¢ recognitionand redistribution. While analytically recognition and redistribution are distinct, in
relation to the marginalisd and surveillance, that the absence of recognition provided by banopticon
means there is no possibility to engalgeyondits consumerist border, and thus eventual economic
participation is not possible. So, the marginalised populations are driven byd foe economic
participation to seek recognition within society. Thus without their intertwining, full participation in

society is unachievabl&raser (2009resents in this:

When pursued in contexts marked by gross disparities in economic position,

reforms aimed at recognizing distinctiveness tend to devolve into empty
3S40dzNBaX Ly adzOK O2yGSEG&AS NBO23IyAGA2Y NBT:
joined with struggles for redistribution. In short, no recognition without

redistribution (Fraser 2009pg.85).

This can be appropriated to typify a positive effect, as the inclusion of the surveilled individual being
RSAANIoOf Sd . dzi 2yfeé ¢gKSy (GKS& INBE a20Alffeé& NBO2S:
Datafication works to intensify thisondition. Within digital platforms, social recognition is
carried forward wherever the data flows, across the networks in myriad ways and supported by the
multiple fragmentations as described. Datdven identities and profilesDe Hert 2012Masiero &
Bailur 2020 OF'y ONRaa GKS O2yadzySNJ I NByl Ayda2z2z GKS O
belonging more pervasively to a combined factor of economic and cultural participatiénaasr
(2008) posits. The result is the erosion diifference between the public and the private leading to a
K&oNRR Uiy 4 dayyamini e Pghtzdr 2@L9 6
Cinnamon (2017)in a similar discussion on datafication, presents redistribution as a
dimension of participatory parity should be frtS NJ O2 Yy AA RSNBR Ay fA3IKG 2F (K
As the individual hands over data in exchange for services in a datafied s@ietamon (2017)

argues that the economic value of aggregated data, as exploited by large corporations like Facebook
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or Google, leads to constraining participatory parity of individuals. He shows an injustice of
maldistribution as data exploitation occurs along a misrecognition of wrong classification of status of

the datafied profile in a networked society.

The presenceof consumerist terms in surveillance can be understoodhin context of a
WA SOdzNR i A & | diéchbiyig tie Tvidek seluyftiSakidin &fGocietylller 2004 BarnardWills
2009. Muller (2004)presents that much like the state increasing risk pragiland tactics of control at
0KS 02NRSNJ F2NJ Wyl GA2yIf aASOdNAGEQ>S gAGKAY yIFGAz2
the same principles of securitisation, accelerating the spread of authority where identification
becomes core to consuen transactions. In the digital eraisk-profiling and associated analytics
regularly play out in the economic domain protecting institutions from the financial risk of allowing
participation of rislg individuals Yan Brakel 2016 Again, this is seewhen the state or the market
uses trust mechanisms through dadaiven identities presented in economic terms found in credit and

risk profiles Flyverbom 201).

As banks and financial institutions press for risk profiling and securitising identifidatitheir
customers, the state is economically and politically pushed to echo this. Within recent years digital
identity is positioned explicitly as the solution to address both the concerns of the state and the private
sector Beduschi 2019 Thisdired A YLIX AOF A2y 2F O2YYSNOAIf | aLISO0
belonging as a citizen again signals the entwining recognition and redistribution as a dimension of

participatory parity asraser (2008presented

3.3.3. Representation

The third dimensiorof social justice, presented by Fraser (2008), is representation. She extended the

initial dualism of recognition and redistribution framed by political representation. As Fraser puts it,
NBLINBASYGFrGA2y A& GKS LIt A (ibubdn &nd Béognitich re plajed s K A OK
2 dziFr@serp207, p. 313). This dimension then seeks out famlitical representation and equal voice

in processes that make the rules and decisions within society.
CNJ aSNJ LINBaSyida (KL (ividudsSn the Sodityt canltie dedply aifkcteltl (G A 2 y ¢
by factors that
X RSyeé& (GKSY Sljdztt @2A0S Ay LlzofAO RSt AOSNI (A
in that case they suffer from political injustice or misrepresentat{raser 2008,
pg. 409.
LG aradaylrta GdkKS 101 2F | LREAGAOIE W@2A0SQ F2NJ

barrier to their parity. By thigrraser (20083ubsumes the political struggles for representation faced
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by minority and marginalised groups in theliberative democracy. Even as individuals achieve
recognition and redistribution favourably, the lack of representation in the pollical realm can deny

parity. As Fraser presents:

X RAAGNRAOdzIAZ2Y YR NBO23ayAGA2Y powedls LI2f AGA O f

asymmetries and structures of subordinatioNagh & Bell 20Q7pg. 75¢

AYGSNIBASSG 6A0GK CNIaASNDa ¢g2NRa ljd2iSRO D
For instance, even when certain groups like women and ethnic minorities are members of the
democratic polity, there is a denial of paipation in making the legal frameworks due to the political
composition of the societyHernandez 2011 This line of analysis can particularly help understand
YIENBAYFEA&AlLIGAZ2Y Ay &a20ASGe FyR (GKS NEf lodthaR WLI2 5 S

Arora (2016problematises as needing specific attention.

As a whole, Fraser presents the analytic framework of justice, where the three dimensions of
participatory parity discussed operate within the same poliicaJ- G A f WFNI RS Ad IGKNES 3
typification of a societal setting, not necessarily limited by geographical boundaries. So, when injustice
Ay GKS LREAGAOFIET RAYSyaarzya 200dz2NE gAGKAY | FNIO
like the nonrepresentation of womerin legislative bodiedaser 2008 But a metgpolitical injustice
OFfft SR WYAATNI-¥KEHNR RYSQRBYXSYGSREKALI G2 GKS TN
claims to justice through redistribution, recognition or ordinary political represemtatiannot even
be made as they are not considered part of the frame. In continuing the above example, misframing
would be the status of women before universal suffrage or extension of proper rights for women. In
such a situation, they were denied particijsa in multiple realms by a legal and political definition

(which of course, extends unfair subordination into cultural and economic realms).

At this point, consider the nature of the banopticon as an element of surveillance and being
the notional bordetof inclusion Bigo 2014. As discussed earlier, the normalisation of this border and
the ban in banopitcon forms part of a political process. Here, fairness of how and who defines the ban
is brought into question as an issue of political parity. Wrongifiedlair or oppressive definition of the
border could leave out individuals beyond the border in absolute abandonrBawninjan & Lyon 2033
or, asFraser 200)LINB a Sy (a3 dzyRSNH2 Ay2dzadAO0S 2F WYAATNI YA
example of thesoO f f SR WAt f S3IFf AYYAINIYyiaQs K2 KI @S y?2
of a nationstate and its laws when their participation as a political entity is unfairly denied.

Further, as Fraser presents, this frame does not need to be a mglionGi S® LG -OFy o685
2 SA0LIKFEALFYQ SYGANRYYSYdod CNI 4SNDR& Ofafethlddi dz £ A & |

and the claim to justice that need to be made to them in contemporary society. Any lack of parity in
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the representation in a frame goveed by nora G I 4GS | O 2 NAR O2 dz Rolitwed O2y aA
Y A & NB LINB F&naidez{2012 R6rinstance, those on Twitter could be considered to be in one
FTNFYSO Ly G(KA& SEIYLI ST &dzZlJLINB&&AAZ2Y 2 WayBehp Qa & LIS
deletion of tweets, is an injustice of political misrepresentation, thereby constraining their
participatory parity. But this misrepresentationiisameta-political sensein that recourse to parity is

not necessarily through the natiestate.L i A a GKNRdzZAK Of FAY G2 -aédza G A OS
in the first instance. Any failure of that makes it a tranadional legal issue, as numerous Twitter cases

have played out in contemporary society. This political justice is of interest,taficdtion is run

through private, norstate actors and the heavy involvement of private platforms and corporates in

surveillance infrastructuregGfnnamon 201)(

The nature of representation also needs to be understood beyond the direct political meaning
of democratic representation of individuals in their civic réteaser (2008also presents this as the
WLINE OSRdAzNI £ Q FaLSOG 2F &aSS{TAy3a SldzAaGrofS LI NIAC
processes and procedures in seeking participatioth saeking recourse to justice when participatory
parity fails. This could be through existing legal frameworks of justice within a retata In a post
Westphalian frame this would resort to the agreed terms of participation. As the terms are dictated
2dziaARS | Wy2NXIFEQ FNIYSEg2N] 2F 2dzaiArAebanh G§KSNB
WSELX 2AGFGAGBS GSNXYa 2F AYGISNI OlA2y FlaseRROKSy SES
RAIAGEE O2yGSEGAT Al A& NN aAYoR SO 20(y2R AdpyFesyiNeaQl | 2yTR A&l
serviceg as once would in the case of the earlier presented Twitter example.

Further, procedural fairness in participation finds a prominent place in the context of
surveillance and technology. Privacy coneseim surveillance have long been considered under the
FIANYyS&da 2F LINRPOSRdAINBad C2NJ AyaildlyOS:I WAYTFTF2NXI
O2yaARSNBR (KS w@g2A0SQ 27 -niake® Biez#i9S3\h the\dieleFeti Sy (1 SR
RFEGFFASR O2yRAGAZ2Y 2F adz2NBSAtflIyOSs GKAA KFa o0S
2LIA2Y &A VIR NENEREILIE | WTI ANDR R$hBortis &/ Free 20060t £ SOG A
2011). More recently Nagtegaal (2021finds algorihmic decisiormaking in the public sector as an
issue of procedural justice. They find that human managers' decisions are perceived more procedurally

just, than those done by algorithms.

Interestingly, the procedural aspect of justice is considered drteclauild legitimacy and trust
for surveillance operations. The showcasing of diligence and transparency in the procedures for using
exceptional powers related to surveillance is deemed to make those surveilled more accommodating.

This is found in contegtof policing l(ee & McGovern 20)3antiterrorism operations Cherney &
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Murphy 2013 and their routine surveillance counterpart at workplackg{vell & Bennett 199/Ball
2010.

For a more relevant direct application for surveillance, proceduraldasrcan be connected
to the normalisation of banopticon, which @pts synoptic techniques. A presentation of fair
procedural elements justify the exceptional need for securitisation of identity and thereby supporting
normalisation of an extraordinary sweiant incursion like biometric identification. In the commonly
presented banoptic example of airport surveillance, it is the synoptic performance of screening as a
RAftAISYyld odzi FFANI LINPOSRdAzZNBE F2NJ SOSNE 2tpSada al FS
extreme vigilance measure8ifjo 2008. More relevant to the digital platform contexBfeiffer &
Kawalec (20208lemonstrate similar expectations for performanmsated procedural justice as an

issue of transparency among online and digital platform mediated workers.

Ultimately, usingC NJ- & S NJh&origatiom thig section has conceptualised inclusion asqpatory

parity as discussed along the three dimensions of redistribution, recognition and representation. When
participation and, therefore, inclusion into the society is challenged or disputed, the focus is not
exclusively on one of the dimensions. BRuti Qa4 Ay K2g (GKS GKNBS RAYSyaizy
influence each other that a complex idea of inclusion is preserieasér 2008 Further, the synergy

of such an understanding of inclusion has been noted for its relevance to surveilzacgatharan
(2017)calls for analysis of thimteraction between inclusion and surveillance ihyoking a complex
understanding of social justice specifically as understoderager (208). By studying surveillance and
datafication under a nuanced derstanding of economic, cultural and political dimensions of
participation allows for narratives of inclusion ranging from digital financial inclusion to fairness in
LI I 0 F2NXVQa GaNGRdDSaRAENBSR0L)prelents, the use of abnormal justi framing

allows for an intersectional view of inclusive and exclusionary outcomes of digital technology.
3.4 Conclusion

In summary, the theoretical foundation espoused is synthesised at two conceptual levels (Figure 1
below). The first level derives from the theorisation of surveillance presented through crucial concepts
of banopticon, synopticon and the datiouble. The seond level then seeks to understand how these

surveillant elements enable or constrain cultural, economic and political justice dimensions of

participation, understood as inclusion.

¢KS GKS2NBUGAOFE FNIYSE2N] BavngnBLybnS2913énd 2 F W]
W1 6y 2 NI I Frase/ @B808pioddexhe dollowing analytical categories (table 1) with which to

approach research.
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Surveillanceg & W[ A lj dzA R Inclusioncl & Wt I NAG& 27

Banopticon keeping undesirabl§ | The need for social identity as cultur
population out and allow inclusion fg | recognitionsought by individuals from stat

individuals. and nonstate actors.

Synopticon that seduces the desirabl Betterment in access to financial resourg
individuals to part with data. such as income, wages and credit

economicredistribution.

Datadouble as identity and profiley | Voice and procedural fairness in practiceg

aggregated across the platform ecosyst{ | platform as politicatepresentation

Table3.3: Analytical categoriesised in research

- derived from Bauman & Lyon (2013) and Fraser (2008).
¢ KS RAA&OALI A yR2NEY QLILY226L.30INU O aW (ilidig_$f surveillagte \dgibilRySheE G | Y R
been replaced with the complex elements of visibility in a liquid surveillant sotigtyn (2010Lyon
201639. Banopticon enacts individual identification and categorisation to define who is in the right
category to bericluded in the societyBigo 2014. The state and the market frames rules defining how
and who is considered desirable to be included through such surveillance. Using a social justice lens,
these rules and the inclusion itself can be viewed to be performewss economic, cultural and

political domainsKraser 2008

CdZNIIKSNE Q@GAAAOATAGE (KNRMIKWASKS 2F& \LBLABNOD 2Aya |
(Mathesien 199Y. Here, the individuals watch the powerful entities of the state and the ntask®
entice them showing the benefits of being included. Drawn by this, the individual hand over their data

which becomes a vehicle for further dataiven surveillanceBauman & Lyon 20}3

Surveillance is also actively sought as means of recognitiadhebgnarginalised individuals,
especially when a fair procedure is synoptically presented as means of particigdtider liquid
surveillance recognition is more socially spread as it is accelerated by networks and datafication
(Bauman & Lyon 2013®e Hert2012 Cheneylippold 2017. These visibilities are strengthened by
accumulation of data resulting in the datafied representation of the individDaéfeylLippold 2017.

This as a data double acts as the vehicle for furteweillance As the spread of datafied visibility
increases, recognition has potential for negative impacts as well (Lash & Featherstone 2001). To
understand this, the underlying social justice paradigm has to be invoked to see if surveillant visibilities

and recognion work for the marginalised@uman 2001Lyon 2018

By invoking a compledefinition of justice thatinvolvesthe cultural, economic and political

participation in society, social inclusion of the marginalised can be understood as a more holistic
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process and intersectional outcom@ closer inspection of the transactions and experiences of
surveilled individuals using the mentioned concepts can help understand: how datafication is achieved,
how surveillance is performed, how it spreads, how data eamisused, how and to whom data adds

economic and nofeconomic value, and how and if a holistic and intersectional inclusion is achieved.

Thus, the theoretical foundation provides broad analytical categories of surveillant visibilities and
dimensions of acial justice. These concepts can be employed to conceptualise inclusion under
surveillance as both positive and negative attention on the marginalised section of the population. The
analysis is carried forward in this thesis building on the theoreticaidation laid out here, with the

following chapter detailing the methodology undertaken by this thesis.

74



4. METHODOLOGY

This chapterpresentsthe research desigand itsunderpinning research philosophy. This study uses
the research design framework presendtbyRitchie et al. (2013and Saunders et al. (20163Jong
with other works Creswell 2009, Myers 20R9The following section presents the justification for an
interpretivist research lensand thenthe chapter delves into a detailed discussion of theearch

methods used and a discussion of the data analysis
4.1 Research Positioning

For this research projecivhich entailedstudyingdigital platforms as complexformation systers
with various moving parts and technologieairhed to reconciléwo speciic issuesFirst the research
must subsume that surveillance and inclusiantheir core, are social phenomenoand born out of
socialrelationships between peoplas actors Secondlysurveillanceand its multiple manifestations
and underlying mechanisms agenstructedin a deeply technological context with the prevalence of
technical and data artefactsThe point of departure fothis researchthen is that surveillance and
inclusion are to be sidied as complex sociechnological phenomena. This guided my approach

further to dictate the ontology, epistemologand methodology of the research.

In this research, as established by the previous two chapters, | am interested in understanding
the experience of actorswithin a platform ecosystem observed through their seohnological
interactions with other actors and the mediation by digital technologies, and further howahtins
and relationshipaffect the social meanings they perceive, tiararly ofsurveillance and inclusion.
Ultimatelythis thesis considers thaality in such a view is in flux and in the process of beduialy
congructed, and thus bearing a tag of social constructivist ontolo§gufders et al. 2016 This
ontologcal position has a strong bearing on me as a researcher within information systems. My
research therprobesthe contextof the social actors and the technology involtedyainknowledge

of the underlying subjective realitR{chie et al. 2013

| adoptaninterpretivig epistemology which iguite commonly useavith qualitative research
to understand how reality is constructed through both social sewhnologicabspects Ritchie et al.
2013. An interpretivist worldview especially has been applied elydto the study of information
systems as socitechnological system#\s discussed b@rlikowski & Baroudi (1991)he shift from
positivist focus to interpretivist research allows the study oimplexity, ambiguity, and instability
within information systems, which is very relevant to the context of my research on platform
ecosystems. Ainterpretive lens also considers the implication of choices that researchers make as

they are not necessarily considered a neutral entity. This valid view | took into account in my
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research on prevalent digital private and public platforinisave engaged as a customer, as a citizen

and as a workeg all of which contributed as autethnography, supporting other methods of enquiry.

Particulaly interpretivism presents researefith avalid means to explore multiple subjective
realities which are socially constructeddtes 2008 Thisthen translatesthat the research must study
multiple social poinsof view to understand theontradictionsim meanings and interpretatiorsmong
the actorsinvolved.In linewith what Klein and Myers (199%)escribe an interpretive study focuses
on 'social constructions such as language, consciousness, shared meanings, documents, tools, and
other artefacts These points are particularly relevant to my choice of readings into literature that

engags with multiple meanings of surveillance and inclusion, which informs this research heavily.

My researclphilosophy guided by thentologicalandepistemologicatlyaddirectsthe choice
for anapproachto data collection Some of these were easy chade makeand were natural to my
interpretive leaning. Unlike gsitivism with its objective observableand quantifiablereality, |
approach reality as aomplexsubjectve construct presented by meanings and interpretation of
people in each experiencingtheir own versions ofeality Goldkuhl 2012 For this interpretivist
framing a qualitative approach with an aito position research within rich contexts was alwvious
choice Andrade 2009 Punch 201R Further in the approach to connecting qualitative data to
knowledge, | follow a combination of deductive and inductive approaches to res@aubbis & Gadde
2014, Saunders et al. 201L6n this, the research pedps follows the illuminative tenet @trauss &
Corbin (1988as cited byGasson (2004)

We are deducing what is going on based on data but also based on our reading of
that data along with our assumptions about the nature of life, the literature that
we carry in our heads, and the discussion that we have with colleagues. (This is
how science is born). In fact, there is an interplay between induction and
deduction (as in all science).Strauss & Corbin 1988¢g. 136137)

Here theory and data iterativelgct to inform how knowledge is sought during the research process.
The connection of this combined deductiveluctive research approach to how theory sensitises the

way data is understood and interpreted is dealt with in later sections.
4.2 Interpretive Cas&tudy

Interpretivist research is compatible with maryualitative research methods. Specifically, in
information systems researchhis perspective has been used with methods such as case study,
qualitative content analysis, interviews, ethnography/herraatics, grounded theory, participant
observation and action researcMipgers 2003. The research methodology use in this thesis is

primarily of interpretive case studysupported by ethnographially informed methods of field
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observation,semistructured interviewing and an auteethnography of when | worked as a 'gig
worker'. Further to this, coding was done usitggriplate analysisasaway of structuring data and in
keeping with the use of combined deductive and inductive approaches where data avefsis

sensitised using defined theoretical framework$y6n & Gregory 2004

As | study a contemporary issue of platform ecosystemith multiple different facets to it, |
rely on building multiple case studies upon which to theorise. The researcth used K 2 f A 3G A 0Q Ol
design, where the multiple empirical case contexts are analysed using one unit of analysis. This
approach of using multiple cases studies is an effective way of achieving validity by comparing
contrasting findings of different casmntexts, adding tahe rigour of the research proces¥if 1994,
2003. Gustafsson (201 8choes this advantage of a multiple case design but warns of the time and
resource requirement needed for the completion of each case study. In my overarchingctesear
process, this was mitigated by undertaking fieldwork and the buildiracake study in 2 related but
distinct phaseg, of digital identity platform as a case in phase 1, ofwigk platform in phase 2. The
data from these were also brought under amevarching platform ecosystem paradigm after the

fieldwork was completed.

The holistic nature of my case study research is seen to play out in detail within the presented
papers. In the paper (number 1) on Aadhaar, the unit of analysis is at a digittyig#atform level
with multiple groups of workers as individual cases. This is repeated in the pé&jsrna 202Don
spatiotemporalities by a study of multiple groups of fedelivery workersall analysed at a digital gig
work platform level. The thid paper on the theoretical construct of 'liquid inclusion' builds on the case
studies from thewo other papers to analyse at a 'platform ecosystem' level involving the contexts of
workers within both digital identity platform and gigork platform. Simpt put, my case study design
gL&a FAYSR G dzyRSNBGEFYRAY3I 62N] SNBEQ a20Alt SELISN
to a theorisation of their experience as actors of an integrated platform ecosystem case study. Very
relevantly for my thesiswhich seekanswers forhow' and'why' questions case study as a method
fits well. Especially in studying a contemporappnenomenon of digital platforis) interpretive case
studyalso lends itselio the exploration of the compleselationships within the specific case of interest
(Yin 2009.

Further, interpretive casestudies aredeemed afit for the development of theoretical
conceptsespecially in the use of multiple theoretical strands as has been undertaker(ebson
1999. Usingan interpretive means ofthe analysisof casesalso provideghe possibility of reducing
any bias of research as it is possible to synthesise contradictory viewpoints froemibieicaldata

(Klein and Myers 1999To achieve theory buildirgy extension of existing theory as applicable to this
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research project, case study methodology provides the alidityynthesise qualitative data focused
on answeringwell 'scoped research questionsEisenhardt & Graebner, 2007 Conversely as
Eisenhardt (189) presents in interpretive information systems researéeory can helpin both

guiding design and data collection in tbase study and to analyg data in iterative means.

Walsham (19953tresses the need for reflection or reflexivityconducing interpretive case
studies asthe positionality of the researcher makes their own selfical thought important in
attaining good research resulfghis isavery valid concern in my researplocess as | engaged in the
field as an auteethnographer. To achieveeflexivity, | fall back on whatlvesson & Skolberg (2017)
provideasa particularly useful means of approaching interpretive reseaftteypresentfour levels
of interpretation (see tablel.1 below), especially to attain a reflexive means of researchjnghich

wasapplied inbuilding theinterpretive case study research.

The first levelis 'interpretation of empiricdldata, including intervievs and other materials
Here theresearchprocess musidentify the potential multiplicity and pluralism in how interpretations
occur. The second level focuses on the actinétrpretation’ of meanings from the accounts. The
third level is of'critical interpretaion' focusing on building interpretive accounts of power, social
relationship, opposing views in interpretations and how they affect actorscansideringvhy certain
interpretations dominate. Finally, the researcher is to focus on reflection, to utatetshe data to

identify authority and marginalisation of voices.

Level of Interpretation Expected focus for the Case Study

Interaction with empirical Interviews accounts, observationsaand other empirica

material materials (including text)

Interpretation Underlying meanings of specific concepts

Critical interpretation Power, social relationships, and how they work within
given case.

Reflexive Interpretation Identification of authority, marginalisation and selectivity
the voices representedcross data including interviews.

Table4.1: Approaching interpretiveResearch
- developed from Alvesson & Skolberg (2017) and Pozzebon et al. (2014)

This provides a good reference for interpretive case stu@gpecially in engaging with the
contradictionswithin digital platform experiences, seen aspects of power relationsrhis is true in
the experience of both surveillance and inclusion as faced by the marginalised population under study.

Further, thesdour levels of interpretation do not occur independenths they can also interact and
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be combined to create further reflexive insightBy espousing interpretivisnof such a flavourthis
research ultimately aims to create an-depth, complex and richcaount of platform ecosystems.
Particularly, the thesis sought to presentcatical appraisal of the social world and its context

understood through the possibly competing perspectives of the various actors involved.
4.3 ResearciMethods

In this section| present a description of and the justification for the research methods useddl use
mixed methods to conduct this research, which included s&mictured interviews with workers and
auto-ethnographic observations done when | worked as a fdelivery gigworker within which data

was captured audiwisually and also using data sources like digitalhgitk apps and Whatsapps. As

is common within an interpretivist case study approach, the main source of data was from semi
structured interviews with other mthods providing supporting dat&\alsham 1995, Yin 20p3Along

with interviews of workers withirthe platform ecosystem, | used autthnography by working as a
food-delivery worker and by undergoing biometric enrolment of Aadhaar. During-etltoograpty,

data was captured as notes, videos, photos, and audio recordings. Further observations were made in
critical field sites like Aadhaar support centres, platform company offices and in worker protests and

union meetings.

My auto-ethnography as a worker s enabled me to access and observe digital sites of
interest. This was done through Whatsapp groups, which were intended for locatifdivery groups
and also during my daily work use of-gigrk apps. The data from the use of -gigrk platform apps
induded screen capture and scraping of data from the various screens. Rioallynentarymaterials
were used in the form of technicalrticles andblogs or policy paperspublished by government
platforms and in media specific governmental legislative douents and whitepapers, and

documentation like privacy policies or terms and conditions of platform services.

The use of senstructured interviews, observations and autthnography components were all
conducted under an 'ethnographically informed' apach. This meant that, as suggestedRmbinson
et al. (2007) my research rejectshe explanation of objective truth and that interviews and
observations were conducted in the 'natural’ field settings to understaedubjective realities of the
interview participants. These aspects were also automatically embedded in ti@mvauto-
ethnographic method was conducted as | experienced the platform ecosystem as a worker directly
and was able to observe other workers unfettered in their daibrk environment. Tis access has
provided mewith the opportunity to ground the research in local socigdtural issues and be context
appropriate, both of which are hallmarks of ethnography even if they are-timiged, particularly as

seen within research on informatidechnology BeynonDaviesl997, Schultze 20).7
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4.3.1. Semistructured Interviews

Qualitative semistructured interviews form the main source of data iny approach tocase study
research AsWalsham (1995prescribes, for an interpretive case study, intervidasn the primary
source to understand subjective contexts and experiences of the participants. heisteérview as
an interpretive research toa$ expected tde operended enough so thahe intervieweeés views and
experiences, reflections and insightan be capturd by the interviewer as part of the interaction
(Darke et al. 1998In my researchl used thenterviewing style presented bigubin and Rubin (2011)
as 'responsive interviewirig The responsive interviewing model hémsir main elements for the
researcher to focus onlearn about experiences of interviewees, follayw including with multiple
interviews, treat analysis of interview as ongoing process and place emphasis on mefgie
interpretation of the phenomenon As an approach rooted in interpretive philosophmgsponsive
interviewing technique provided me with amethod fit to achievea deeper understanding othe

intervieweeQ iaiterpretations and meanings.

The semistructured interview uses a set of piet themes with which the interviewer can
direct the conversationAs a hybrid typeit has been considered to have enough flexibility to keep a
conversation flowing without losing owain the quality of openness of the intaction Saunders et al.
2016). It is also considered thahe more open the interviewthe richer data emanating from it
(Alvesson & Ashcraft 201.2n this | placed gremium on the design of the questioning beiwghin
a broad theme in which the worke were fairly informed so as to get the conversation flowand |

was alsadaptive to any emerging or unexpected direcgaf conversation.

The interview desigthen washased on carefully designed research theroasveyed iropen
ended main questios, along with followup and probing questions that emerge conversationdihye
interviews began with an introduction andn most cases, involved hrief discussion of the
LI NHAOALI yiaQ RSY23INILIKAO RSGIFAf &I hodeoKinthed y I YS:3
current job. The questions were broadly on four areas: enrolment into Aadhaar, use of Aadhaar,
seeking of informal/gigvork using digital platforms, and performing of daily work under platforms.
The following table4.2) shows examples dhe initial broad questions, used with specific probing

questions, that guided the conversation deeper.

Here | acted as what has been termed a ‘conversational partner' with my interview participants
(Rubin & Rubin 20)1Inthe interpretivist tradition the interviewer should undertake a conversational
exchange as part of the interview and engage with relevant tapic®cial factors like gender or class,
invokingethical or social issues. Ultimately the interview is to produce a rich interpretive oogsed

on mutual understanding of the interviewee and interviewekdopting this tenet, | was able to act
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reflexively to maintain trust and reliability between | as the researcher and the workers who formed a
major part of my interviewparticipants Thisreflection was particularly important given the socio
cultural specificities of the Indian context. In the fidlcheeded to acknowledge my privilegich as

of education, caste and soeazonomic statusin making sure that my interview interactions with the
worker do not ascribe or communicate any position of power that would influence my relationship

with them.

Additionaly, | usedtextual or nontextual aid to direct the conversatioin most caseshis
took the form of screenshots or retilme screens of digital platform mobile apps either usedhsy
workers themselves or by mélhese also worked to become qualitative data that were used to

contextualise the conversation durirtge coding and analysis phases of the research

Enrolment and use of Aadhaar:

1. Can you tell me how you got to know about Aadhaar and why you enrolled into it?
a. Didyouneed any help or guidance during enrolment?
2. What were your needs and expectations from Aadhaar?
a. Were there specific services/ programs which you wanted for which Aaaaar
necessary?
3. What are the issues you faced in enrolling or using Aadhaar?
a. Where do you seek information when there is any issue with Aadhaar?
4. What do you sessthe difference in use of Aadhaar with the government and for other
needs?
a. What are your thoghts on sharing Aadhaar with private companies?
b. Hasanyone told it is compulsory to provide Aadhaar?

Seeking and undertaking employment:

1. Tell me about why you joined in this particular job (domestic work-ticaing/ food
delivery)?
a.  What were youexpecationsout of this job?
2. Can you take me through the process of how you registered for the job (on the
platform/portal)?
a. How do you feel about finding employment on/working on digital apps/portal?
b. Did you get help from others in applying for this job?
3. How doyou use the app / portal in a typical work day/cycle?
a. What do you find challenging/exciting about working daily on this digital
technology?
b. What are all the features you use regularly to undertake your job?
4. Can you tell me about your interactions wittstamers/clients/restaurants?
a. How does the interaction with the customer/clients/restaurant work on and off
the app/portal?

Table4.2: Examples of initial broad questions and specific probing questions
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4.3.2. Auto-ethnography

Auto-ethnography within research has been used by multiple researchers as a way to study personal
experiences within specific soetltural milieus. As a form of data collection and of reflexive research
auto-ethnography has congruence withe interpretivist paradigm. Research here is done throtigh
researcher's 'both heightened and mundane' experience of the world and the subjective reality seen

every day Dunn & Myers 2020

While | did not intend this autethnographic phase of research to beavily digital, given the
nature of platform ecosystems and my interactions with it as a worker and as a user, there were
multiple digitally mediated situations that needed capturing. The wider literature on digital forms of
ethnography or on digital metids echesthis need to account for digital mediation as a major feature
of contemporary researctHjorth et al 2017). In fact, the ‘field' for my research was as much within
apps as in the physical world. This is in line viddukup's (2013gall to folbw alternative digital
methodsin ethnography that can help navigate the diggaturation ofcontemporary society. Qas
Dunn & Myers (202@rgue, all auteethnography is digital autethnography because everyday social
life is now replete withhumancomputer interactive experiencedn this researchalmost all aute
ethnography was mediated by digital platform apps. So, in my interactions within both governmental
and commercial digital platform contestcopious digital texts, audio, and visual matereere
generated as part of the research, and these acted qualitatively to triangulateltbervedworkers'

subjective experiences.

The digital mediation was also evident through how daily work was performed asv@gr.
True to the nature of work wter digital platforns, my auteethnography as a gigorker consisted of
multiple momentary and transactional instances mediated by theagigk app. Further, gigvork is
32 PSNYSR 08 62NJISNEQ AYUSNIOGAZ2Y 6A0KtrodlfeRSNI 8 Ay
spatial and temporal movements. This data is opaque and not always directly visible to the workers.
But traces of the data and the algorithms in use can be gleaned from the multiple screens of the apps

in use.

In a bid to capture these fleetingoints of data it was necessary to undertake continuous
tracking and recording of my own movements and actions. In lthésorted toan approach taken by
previous interdisciplinary researchers of platforms, bothhgark and personal surveillancéypton
2016, Moore & Piwek 2017, Watet Woodcock 201) These researchers espouse the technique of
'selttracking’ Cupton 208), which entails detailed logging and tracking through data generated
digitally through mobile phones, globpbsitioning devicesrowearable devices lika smartwatch. In

this way tracking can be directed toward capturing one's own life events, routine and schedules, or
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physical and spatial movements. This-$edtking asparadigm is inherent within gigconomy labour
practices a& an imposed measure of control and surveillance. But as a method of researtigceiig

has been invoked to replicate opaque data that is held by digital platforms and usually unavailable to
workers. For instanc&osenblag& Stark (2016)ecall howUber drivers log their schedules and route
outside ofthe Uber app in a way to track their own data. Similavifater & Woodcock (2018how

that selftracking was used in the case of Deliveroo apps to build knowledémodrdeliveryworkers

movements apund the city.

Taking a page from such research, | employedtsatking of my spatial movements and
temporal data generated within the foedelivery apps during my auethnography. This let me
observe and recorthe data generateds well asccessild traces of algorithmielements within the
apps.In a bid to capture the algorithmic and digitally mediated interaction with appsch as with
platform processes, customers, and restauramtsscreenshots and screen video grabs of the
smartphone were usé Further data from the apps where possible was scrapmath due
anonymisationand access control was limited to only me as the researcher anddieeuser of the
gigwork apps (Rogers 2018 While many of these data points were quantitative in nature, they were
used in analysis to support the qualitative narrative of platform apps usage among workers (as can be

seen in paper number @Krishna (2020 the thesis below).

Another main ethnorpphic issue | needed to contend with was my own positionality as a
researcher. A cue for approaching this comes fr8utz & Besio (2009)conceptualisation of
autoethnographic practices as a continuum. Here one end of the continuum is a construct omécade
researcher' as an 'agent’ of research but striving to place themselves in the research as subjects within
a narrative of personal experience. The other end of the continuum is the construct of ‘research
subjects’ who are usually '‘objects’ of researohtaking the roles of the narrator where they produce
a nonacademic representation of voices as 'agtihnography from below'. This view of academic
positionality was an important consideration in my research design. Within my-ethtmgraphic
efforts, Iplaced a premium on the interpretative value gained to contextualise and understand other
workers' social experience tiie platform ecosystem. This helped add richer contexts to the semi

structured interview data.

This was also due to my positionalitg a researcher, which meant that while my own
experience as a worker was invaluable, in this thesigas not producing a truly awethnographic
text. Rather, my experience is used to punctutite voices of workers and deepen understanding of
the digitd context which is usually opaque when done without the direct experietita this

approach afforded me. This chimes with the leegiablished need for researchers to resolve their
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position as an insider in ethnographic resear@&kifison & Hammersley B8). So, my auto
ethnographic technique meets in the middle of the continuum between a personal experience
narrative and a truly representational voice from below. TBusz& Besio (2009)erm is the middle
ground of an 'insider research' where the resetaar works to attain some level of membership within

the research subject group, to attain 'experiential access' and then build a narrative that gives voice

and representation to the research subjects.

Reflecting positionalitgs discussed abovie, my own research, autethnography served four
related purposes. First, | experienced both biometric enrolment into Aadhaar as a digital identity
platform and its use to join a gigork platform. Secondly, | was alife take a deeper look into the
daily work pra&tices at restaurants, customer locat®and on the road as a foedelivery worker.
Thirdly, | interacted directly with digital gigork apps andheir audiovisual artefacts, and through
that, experience the impacts of the underlying algorithms and dafmurthly, | was able to be part of
gigg 2 N] SNEQ F2NXIf YR AYTFT2N¥YI{ LIKe-BakdbservatiofsR RA 3 A
at events like protests and meetings, participation in Whatsapp groupsvyiaitimgplatform company

offices as a@ig-worker seeking support.
4.4 Data Collection

The total outline of interviews conducted is presented in the talilelow @.3 and 4.4. | visited the

field beginning with a pilot done iBangalore during April 20tRat framed the trajectory of the two

main phases of data collection. The pilot interviews were done as a way to scope out the resaarch

this ultimately determined my research design. The interviews were with two digital platform creators
who managed thdlue-collar recruitment portalsvith apresence across major cities in India, including
Chennai. The major issue highlighted within these pilot interviews was the difficulty of access to the
different stakeholders within the platform ecosystem. At this ppintvas clear that recruitment of
workers for research interviews was quite an achievable goal, but access at that point to platform and
related technology companies as a PhD student studying surveillance was a difficult proposition. So,

the research was reframeckntringworkers' experience.

4.4.1. Phase 1

From January to March 2019, | undertook the first phase of my fieldwork. I conducted a total of 36
interviews. The recruitment was done using snowball or referral sam@agnders et aR016). | first
approached leaders of NGOs whopport domestic workers (who were all women). Through this
interaction, | was introduced to domestic worker leaders of dedfp groups. | was then invited to two

different meetings of the domestic workers. These happened in a community meeting spaae with
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their area of residence and work. Here | set the stage for future interviews done as individua} follow

ups.

some of the initially contacted workers did not usigital platfornsto find work that is, they did not

resort to online advertisements. They still used wofemouth referrals to seek informal job

During the recruitment of the domestic workers, a particular problem that came up was that

opportunities within their social contacts. Even these workers were enrolled in Aadhaar, the digital

identité

variation of digital identity use, my sampling strategy included workers with wititbut online

recruitment engagementvith W6 fO&3$ f I N . 2206

LX FGF2NYe {25 Ay 2NRSNI (2

LI2 NI | £ &

Phase 1: January 2019to March 2019

Domestic workers group and NGO leaders

Domestic workers without online recruitment engagement

Code |length Date Cab-drivers union leaders

DWN1 [35mins January 2019 Code |Length Date

DWN2 [~30mins March 2019 2h 0 Multi ple meetings - lanuary - March

~2hours o

DWL1 |~2hours lanuary & February 2019 oL mins 2018, agam!n Dec.emberztllgand
over phone in April 2020.
Multi ple meetings - January - March

(D2 |~2hours

2019, and again in December 2019

Cab-drivers using ride-hailing apps

Code [Length Date

DWALl |27 mins January 2019

CWAZ (41mins January 2019

DWAS3 [~30mins January 2019

DWA4 [41lmins January 2019

DWAS [43mins February 2019

DWAB [~30mins March 2019

DWAT [25mins March 2019

DWAS [~1hour lanuary & February X119

Domestic worke rs with online recruitment engage ment

Code |Length Date

DALl |~45mins January 2019

CDA 2 |37mins January 2019

DA S |57 mins January 2019

(DA 4 |35mins February 2019

DA S |~30mins February 2019

CDAG |~30mins February 2019

CDA7 |S58mins February 2019

CDAS |~45mins February 2019

CDAS |S0mins February 2019

CDA 10 |~45mins February 2019

CDA 11 |S5mins March 2019

CDA 12 |35mins March 2019

CDA 13 |~30mins March 2019

CDA 14 1f_10ur1|3 January & February 2019
mins
~2hours15

(DA 15 mins January & February 2019

Code |Lenmgth Date

DWEB1 [~30mins January 2019
ODWB2 [35mins January 2019
DWB3 [~30mins January 2019
DWB4 [37mins February 2019
DWBS [~30mins February 2019
DWEBE |24 mins March 2019
DWEB7 [~30mins March 2019
DWEBE [30mins March 2019

Tabk 4.3: List ofnterviewsin Pilot andPhase 1 data collection

O LJG dzNBsandkhd
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The approach taken to recruit catsiversunder ridehailing apps was similar, where | approached a
leader of a nascent labour union. Using his refetregcruited other caldrivers. | was also invited to
attend the planning meeting of the unipmvhich was conducted in a public park. | spentdurs
interacting and observing drivers at the meeting and also conductingporane interviews on that
day. There were two protest events organised by the union members with the widedrosdy
community. They were mainly protesting unfair treatment datling income within their work with
ride-hailingplatformsof Ola and Uber. | attended both these protests as an obselest interviews
with the drivers were done othe road in between their tripseither within their cabs or in a public

space likgparks and the beach.

Building on my learnings from fieldwork during phase 1, | identified the gap #sat
researcheyl was missingthe context of actual app use among the workers. To a certain extaat
gap was bridged bgarrativesprovided by he cabdrivers aggigworkers during interviews, in which
they provided detailed accountshowed the appsn action and even shared screenshetben
describing their experience of ugsee figure 4.2)But | wanted to explore deeper the algorithmic and
data-driven contexts ofgigwork. With respect to the digital recruitment platforms applied asa
potential worker and engaged as a customer to look at the data policies and online practices. With the
ride-hailing appsl was able to observe the platforms' data practices, their governing policies and their
apps as a customer. But the experience ofvgigkersq who had a different app, was not translatable
directly to customers. This informed the approach for fieldwoukirg phase 2 where | identified a

clear needand opportunityfor auto-ethnograghic researctas agigworker.

4.4.2. Phase 2

During phase 2 of my fieldwork, | had an opportunity to apply for funding to undertake a-ioject

of 3 months. | designed the resea in this to bridge the gap of access to direct workers' experience
of gigwork apps. As | was not professionally a-dalver and as the barrier to entry into this mode of
work was very higlg due to licensing and car leasing as-pequisites, | chosé undertake a direct

study of fooddelivery apps. So, after a detailed and complex ethical review process, | was cleared to

do my phase 2 fieldwork between December 2019 to February 2020.
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| Phase 2 : December 2019 to February 2020

Food delivery workers in platform A Food delivery workers in platform B
Code |Length Date Code |Length Date
2h Multiple meetings - December 2019 - FDB1L |36mins December 2019
FDAL “ _l:uurs = February 2020 and over phone in FDBZ |24mins December 2019
mins April 2020, FDB3 |~30mins |December 2019
FDA2 1 hour 35 Multiple meetings - December 2019 - FDB4 |5Emins lanuary 2020
mins February 2020 FDBS 27 mins January 2020
FDAS |[~45mins December 2019 FOBG6 [~45mins lanuary 2020
FDA4 31mins December 2019 FOB7 22mins January 2020
FDAS 27 mins December 2019 FDBa ~ 30 mins January 2020
FDAG 25mins December 2019 FDBS 25mins January 2020
FDAT 1|'_1|:n.|r 10 January 2020 FDBLO |~30mins February 2020
mins
FDAB |33mins January 2020 Food delivery workers in platform C
FDAG [~d45mins January 2020 Code |Length Date
FDAL1D (55mins January 2020 ~1lhour30 |Multiple meetings- December 2019 -
FDALL |~30mins January 2020 FhCl mins February 2020
FOAL2 |37 mins January 2020 FO:C2 32mins lanuary 2020
2 hour 23 Multiple meetings - December 2019 - FDC3  |23mins lanuary 2020
FDALS mins February 2020 FDC4 |~30mins February 2020

Table 44: List ofinterviewsin Phase 2 data collection

My desgn for auteethnography aimed at capturing the experience of informal workers as they seek
to enter the platform ecosystem as gigorkers and during their work within the ecosystem on digital
platform apps. Consequently, | began with my own enrolment iéalhaar as the digital identity
platform. Next, | undertook the necessary linkages of Aadhaar to other services that are needed for
gigworkers. These included linking of Aadhaar to PAN card (for income tax), to bank adéount
opening a bank account dnfor registering UPI based digital payments), to scooter's vehicle
registration (for daily work as food delivery worker) and in submitting Aadhaadasumentary copy

to gigwork platform companies.

At this point, | visited recruitment and support ©#s of the major food delivery apps, namely
Uber Eats, Swiggy and Zomato. | was able to join successfully in one of them with training and
enrolment into gigwork conductedin i K S LJ lofficé. DXNanGitEer platform, | had to seek
SYNERf YSy (i middeMP gz2 1 lotentiaEgigiaikerwaskdpected to be prescreened by
this individual (and this was also observasl a common practice mentioned by other workers
Potential workers are to send photos alf documentsincluding Aadhaar, personalformation and
bank account details using Whatsapithout even having to meahe middleman. This individual
created an account on behalf ahe asa gigworker and providel the username and passwoer
phone Acting as dout, he even expeatd to retain control of ths information. Once this has been

done,| as apre-screenedgigworker, visied the offices of the platforntompany. B mentioning the
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name of the tout | wasfast-tracked intogigwork employment rather than undergo training andifip
up of forms as done by other workefEhe training videos were sent to me by the tout to be looked at
later in my own time. He also introduced me ovke phone to a local worker who 'trains' new gig

workers by taking them on their first gig run.

Paallel to the auteethnography| also recruited foodlelivery workers from all 3 of the major
companies for my interviews/participating in my resear€hverall,| interviewed 27 food delivery
workers. This was done again through snowball sampling. Bas&ditiah observation | identified
spots on the roadside where many of the feddlivery workers rested in between their gig runs. |
approached them andhrough repeated meetings and multiple contacts, built trust enough to engage

a number of workers inhe interview process.

My interaction as part of autethnography with workers also happened at and near
restaurants and other food pick up locations, at platform support offices and by the roadside. As
Indian gigworkers are expected to wear clearly bisi uniforms and bags with company branditids
became an automatic marker of my belonging to the fraternity. Thig lwaas able to quickly become
anWnsiden gigg 2 N SNE Q ¢ 2 NJ, laréaledXi®e anteradtiofis a$ ébSedv&tions rather than
interviews as | engaged with them organically duringvgigk as any other worker would do. | further
visitedtwo strike actionand protest meetingsas aresearcher(not as a workér where | was able to
interact and observe other workers. Further obsdiwas were done over twdVhatsapp groupsone
of which wagnandated by the platforncompany to manage local rideiand the othergroup wasset
up organicallyby locaffood delivery workersThis formed further observational data that qualified the
contexdtk 2F 62N)] SNBEQ SELISNRA Seftdcyraphic RoykIEzampteS of Yheése 2 6y |

interactions and data are shown in the figures beldw2).

My own food delivery efforts within gigrork were directed at exploring as many scenarios of
work withinthe pt G F2 N SO2aeadSY Fta LRraairAotSe ¢KS 42N
picking up food from a restaurant and delivering it to a customer address. | aimed to achigwalgig
targets only in a few days and sessions, as not hitting targets and pdifagures where | il not
complete orders were also of interest. For instarekngdistance order | had to cancel resulted in a
follow-up process instituted by the platform company. This provided me with a valuable interaction
with another food delivey worker who acted as an issue fixer (who in fagts the same person who
'trained’ me on my first day). Such interactions fornegificalexceptional situations to be captured as

observational data.

As part of recording data during au&thnography | used photoqsee figure 4.for some

example$, videos, and audio at key points when | deemed it necessary to add context to my own
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observdions. This was also enhanced wilie end of day field notes andd hocaudio recording as a

memo toself to capture thought and observations during-gigrk onthe road. Thisalong with my

written notes informed me of my overall movements and intetiaos. This was supported by digital

data generated by screenshots and screengrab videos taken at as many feasible points as possible to
capture the different kinds of interaction | had with the platform apps. This was done as a form of self
tracking to cature my spatial movements and the prompts for timed schedules that | followed during
the food delivery processes of order acceptance, food pickup, delivery and even during the wait for
the next order(see figure 4.2)| also used data scrapping throughtiopl character recognition
software that isolated textual data ahe order information, time taken and GPS locations from apps
screens for later use. My movements were also continuously tracked by GPS functions on my

smartphoneg on Google maps and a spic GPS tracking app as a backup.

| further built a custom app using a free prototyping service called 'Clappia’. This mobile app
helped to capture auteethnographic notetaking and mirror some data points that are only
momentarily seen by me as a workduring the food delivery process. For instance, ratings given to
the restaurant or customer asked of me as a worker is not available later to be revisited. | needed a
way to capture my notes about this during the work session. These notes were not aégayded
for each gigwork taskg but was used to capture field notes. When | put together all of these disparate
pieces of data, | was able to construct for myself my total work sessitich formedthe context for

the bulk ofqualitative data collected
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Figure4.1: Moments during fieldwork

From left top clockwise:

1. A nondescript mukiestaurant
kitchen with a sinde kitchen-crew
servicing 4 listed estaurant®
With no on-street or onrmap
information this location was very
difficult to identify. Establishments
like this trade solely on food
delivery gigwork platforms.

2. My trusted steed. The scoote
used for delivery work with the bag
purchased from the platform
company.

3. A scenerbm the local strike
when workers did not logn to gig
work apps protesting the change:
in income structures.

4. A typical scene of traffic
negotiated while enroute to
deliver food.

From bottom left to right:
5. Waiting for my first order to bassigned.
6. Queue of scooters ébod deliverygigworkers waiting for their orders to be fulfilled by the takeaway establishme

TO !y SEFYLES 2F RSEAGSNAYy3I LI O1F3ISR K2G GSF  RdzNR
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Figure4.2: Screenshas of appsusedduringresearch

From left to right:

These three screenshots ébod deliverygigwork
app shows various stages of the work process.

1. Shows the boost multiplies applied in differer
spatial zones in Chennai during the peak lunch tir
window.

2. Being alerted for an incoming food pick up ta
which is timelimited.

od 'y SEFYLES 2F | WRJ
when | switched off my phone to avoid the work.

| ]

Mmmm

From left to ridnt:

— - These two screenshots show ongoing interactio
F— = within gigworker Whatsapp groups which | was
|“: part of.
pickup ° & enjoy
— ) I 4. A worker is warning oth_er workers usin
mou ¢ JR— screenshot of apps and voice note that th
,o NBaGlFdzNF yi KIFa | WFAN
brom Summary — workers haveto call customers and inform to
Sholinganalu ] F cancel their orders.
M : —— 5. Social interaction between gigorkers
—— s > o ([~ ] discussing their progress to target in that day at
> advising each other about traffic on the roads.
1 '/v“z‘

App anuppunga bro 14 Ethana paathu irukka

Ram Adayar hevy traffic

3

«

¥ Eth th irukk

P driverapp-hard-cache.apk

From left to right:

Thesetwo screenshotswere provided bycab
drivers showing the performance screens.

6. Showscomments left by customers but ir
English which the driver cannot read.

7. Other screens in the caR NJA @ S\Nakk aapp =
are in Tamil showing login time measured as
metric.
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